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EXPLANATORY NOTE

Dynatrace Holdings LLC, the registrant whose name appears on the cover of this registration statement, is a Delaware limited liability
company and indirect equityholder of Dynatrace Holding Corp. Dynatrace LLC is a wholly owned subsidiary of Dynatrace Holding Corp.
Immediately prior to the effectiveness of this registration statement, Dynatrace Holdings LLC will (i) convert into a Delaware corporation with
the name Dynatrace, Inc. and (ii) through a series of corporate reorganization steps, become the parent company of Dynatrace Holding
Corp. As a result of those transactions, each of Dynatrace Holding Corp. and Dynatrace LLC will be a wholly owned indirect subsidiary of
Dynatrace, Inc., and the unit holders of Dynatrace Holdings LLC will become holders of shares of common stock of Dynatrace, Inc.

Except as disclosed in the prospectus, the consolidated financial statements and selected historical consolidated financial data and
other financial information included in this registration statement are those of Dynatrace, Inc. and its subsidiaries after giving effect to the
transactions described above. Shares of common stock of Dynatrace, Inc. are being offered by the prospectus included in this registration
statement.
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The information in this prospectus is not complete and may be changed. We may not sell these securities until the registration statement filed with the
Securities and Exchange Commission is effective. This prospectus is not an offer to sell these securities and it is not soliciting an offer to buy these
securities in any jurisdiction where the offer or sale is not permitted.

Subject To Completion. Dated ,2019.

Shares

i sdynatrace

Common Stock

This is an initial public offering of common stock of Dynatrace, Inc.

Prior to this offering, there has been no public market for the common stock. It is currently estimated that the initial public offering
price per share will be between $ and $ . We intend to apply to list our common stock on the under the symbol

Upon completion of this offering, affiliates of Thoma Bravo, LLC will own approximately % of our issued and outstanding shares of
common stock (or % of our issued and outstanding shares of common stock if the underwriters’ option to purchase additional shares is
exercised in full). As a result, we will be a “controlled company” as defined under the . See “Management—Status as a Controlled
Company.”

We are an “emerging growth company” as defined under the federal securities laws, and as such, we have elected to comply with
certain reduced public company reporting requirements for this prospectus and may elect to comply with reduced public company reporting
requirements in future filings.

See “Risk Factors” beginning on page 19 to read about factors you should consider before buying shares of our common stock.

Neither the Securities and Exchange Commission nor any state securities commission or other regulatory body has
approved or disapproved of these securities or passed upon the accuracy or adequacy of this prospectus. Any representation to
the contrary is a criminal offense.

Per share Total
Initial Public Offering Price
Underwriting discount(1)
Proceeds, before expenses, to Dynatrace, Inc.

1) See the section titled “Underwriting (Conflicts of Interest)” beginning on page 154 for a description of the compensation payable to the

underwriters.

To the extent the underwriters sell more than shares of common stock, the underwriters will have the option to purchase up
to an additional shares from us at the initial price to the public less the underwriting discount.

The underwriters expect to deliver the shares against payment in New York, New York on , 2019.
Goldman Sachs & Co. LLC J.P. Morgan Citigroup
Barclays Jefferies RBC Capital Markets UBS Investment Bank
KeyBanc Capital Markets William Blair Canaccord Genuity JMP Securities Macquarie Capital Piper Jaffray

Prospectus dated , 2019
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Through and including , 2019 (the 25th day after the date of this prospectus), all dealers effecting transactions in
these securities, whether or not participating in this offering, may be required to deliver a prospectus. This is in addition to a
dealer’s obligation to deliver a prospectus when acting as an underwriter and with respect to an unsold allotment or subscription.

Neither we nor the underwriters have authorized anyone to provide any information or make any representations other than the
information contained in this prospectus or in any free writing prospectus prepared by or on behalf of us or to which we have referred you.
We and the underwriters take no responsibility for, and can provide no assurance as to the reliability of, any other information that others
may give you. If anyone provides you with different or inconsistent information, you should not rely on it.

We are offering to sell, and seeking offers to buy, shares of our common stock only in jurisdictions where offers and sales are
permitted. The information contained in this prospectus is accurate only as of the date of this prospectus, regardless of the time of delivery of
this prospectus or of any sale of our common stock. Our business, financial condition, results of operations and prospects may have changed
since that date.

For investors outside of the United States: neither we nor the underwriters have done anything that would permit this offering or
possession or distribution of this prospectus in any jurisdiction where
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action for that purpose is required, other than in the United States. You are required to inform yourselves about and to observe any
restrictions relating to this offering and the distribution of this prospectus outside of the United States.

Unless the context otherwise requires, the terms “Dynatrace,” the “Company,” “we,” “us” and “our” in this prospectus refer to
Dynatrace, Inc. and its consolidated subsidiaries after giving effect to the Spin-Off Transactions described herein. The term “Thoma Bravo
Funds” refers to Thoma Bravo Fund X, L.P., Thoma Bravo Fund X-A, L.P., Thoma Bravo Fund XI, L.P., Thoma Bravo Fund XI-A, L.P.,
Thoma Bravo Special Opportunities Fund I, L.P. and Thoma Bravo Special Opportunities Fund | AlV, L.P., and the term “Thoma Bravo”
refers to Thoma Bravo, LLC, the management company and ultimate general partner of the Thoma Bravo Funds, and, unless the context
otherwise requires, its affiliated entities. The term “Dynatrace®” refers to our Software Intelligence Platform.
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PROSPECTUS SUMMARY

This summary highlights selected information that is presented in greater detail elsewhere in this prospectus. This summary does
not contain all of the information you should consider before investing in our common stock. You should read this entire prospectus
carefully, including the sections titled “Risk Factors” and “Management’s Discussion and Analysis of Financial Condition and Results of
Operations” and our consolidated financial statements and the related notes included elsewhere in this prospectus, before making an
investment decision.

DYNATRACE, INC.
Overview

We offer the market-leading software intelligence platform, purpose-built for the enterprise cloud. As enterprises embrace the
cloud to effect their digital transformation, our all-in-one intelligence platform is designed to address the growing complexity faced by
technology and digital business teams. Our platform utilizes artificial intelligence at its core and advanced automation to provide
answers, not just data, about the performance of applications, the underlying hybrid cloud infrastructure, and the experience of our
customers’ users. We designed our software intelligence platform to allow our customers to modernize and automate IT operations,
develop and release high quality software faster, and improve user experiences for better business outcomes. As a result, as of
December 31, 2018, our products are trusted by more than 2,300 customers in over 70 countries.

Today’s leading companies are striving to deliver innovative, high performance digital services that expand market opportunities,
to compete more effectively, and to operate with increased agility. Software is increasingly central to how enterprises seek to
accomplish these goals. Applications sit at the core of this software revolution and are central to the digital transformation of these
enterprises—from the mission critical enterprise applications that power factories, enable trading, manage transportation networks, and
run business systems to the applications that consumers use every day to bank, shop, entertain, travel, and more.

Developing and operating software is harder than ever, largely driven by:

1) Cloud Transformation: Enterprises are building and deploying software across multiple public and on-premise platforms,
creating significant visibility challenges across all of an enterprise’s hosted environments.

2) Application Complexity: Applications are increasingly complex and deployed as microservices-based architectures that
are written in multiple different programming languages with hundreds of loosely coupled service connections. The scale
of this complexity is heightened by the advent of the Internet of Things, which increases the number of potential sources of
application failure.

3) DevOps: Ensuring that software updates work without issues has grown more challenging due to the increased frequency
of software releases, reduced testing time, and the use of independent development teams.

4) User Experience: User expectations for software performance have rapidly increased and enterprises are focused on
advancing branded experiences to maximize revenue, differentiate offerings, and retain competitive positions.
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Traditional approaches for developing, operating, and monitoring software were not designed for the enterprise cloud
environment. Traditional monitoring solutions were developed in an era in which applications were monolithic, updated infrequently, and
run in static data center environments. These monitoring solutions, including application performance monitoring, or APM, infrastructure
monitoring, incident and alert management, and user experience monitoring, are difficult to deploy, narrow in scope, and were designed
to operate in a simpler, siloed environment. Each tool in this approach only collects data about individual components of the computing
stack, such as applications, infrastructures, logs, networks, or user experiences. In order to get an end-to-end view using these
traditional approaches, IT teams are required to aggregate and correlate data from these disparate monitoring solutions in an attempt to
identify actionable answers, including where bottlenecks occur, how best to optimize for performance and scalability, if an issue is
impacting service, and if so, where to find the problem and what to do about it.

With the advent of the enterprise cloud, the challenges and limitations of traditional solutions have been exacerbated. What was
once a well understood layering of applications running on operating systems on physical servers connected to physical networks has
rapidly become virtualized into software at all levels. Environments have become dynamic. Applications are no longer monolithic and
are fragmented into dozens to potentially thousands of microservices, written in multiple software languages. These enterprise cloud
environments sprawl! from traditional backend applications run on relational databases and mainframes to modern laaS platforms run on
Amazon Web Services, or AWS, Microsoft Azure, or Azure, and Google Cloud Platform. All these factors result in an environment that is
web-scale, extremely complex, and dynamic at all layers of the new computing stack.

We believe the scale, complexity, and dynamic nature of this emerging enterprise cloud environment, including the applications
that run on it, require a comprehensive monitoring strategy that we refer to as “software intelligence.” Starting in 2014, we leveraged the
knowledge and experience of the same engineering team that founded Dynatrace to develop a solution to address the disruptive shift to
the enterprise cloud. These efforts resulted in the creation of a new platform, the Dynatrace Software Intelligence Platform, or
Dynatrace®. Dynatrace® leverages an automatic instrumentation technology that we call OneAgent®, a real-time dependency mapping
system we call SmartScape®, our transaction-centric code analysis technology that we call PurePath ®, and an open artificial
intelligence, or Al, engine that we call DavisTM for instant answers to degradations in service, anomalies in behavior, and user impact.
Dynatrace® simplifies the complexity of the enterprise cloud for cloud architects, application teams and operations teams, while
providing actionable insights that accelerate cloud migrations, cloud adoption, and DevOps success.

Unlike traditional multi-tool approaches, Dynatrace® has been integrated with key components of the enterprise cloud ecosystem
to support dynamic cloud orchestration, including for AWS, Azure, Google Cloud Platform, Pivotal Cloud Foundry, Red Hat OpenShift,
and Kubernetes. In these environments, Dynatrace® automatically launches and monitors the full cloud stack and all the applications
and containers running anywhere in the stack, including applications and workloads that may traverse multiple cloud and hybrid
environments. We believe that our ability to integrate Dynatrace® with cloud platforms simplifies development and operational efforts,
increases visibility, and improves situational awareness for our customers.

We designed Dynatrace® to maximize flexibility and control of the rich monitoring data captured and analyzed by our platform.
We believe that it provides the simplicity of software-as-a-service, or SaaS, with the customer option of either maintaining data in the
cloud, or at the edge in customer-provisioned infrastructure, which we refer to as Dynatrace® Managed. In this managed offering, we
provide updates and enhancements automatically on a monthly basis while allowing customers the flexibility and control to adhere to
their own data security and sovereignty requirements.
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We market Dynatrace® through a combination of a global direct sales team and network of partners, including resellers, system
integrators, and managed service providers. We target the largest 15,000 global enterprise accounts, which generally have annual
revenues in excess of $750 million.

The Dynatrace® Software Intelligence Platform has been commercially available since 2016 and has become our primary
offering. The number of Dynatrace® customers increased to 1,150 as of December 31, 2018 from 398 as of December 31, 2017,
representing year-over-year growth of 189%. Approximately 53% of our Dynatrace® customers as of December 31, 2018 were new
customers added since we launched Dynatrace® in 2016, and the remaining 47% were existing customers that either added or
converted to Dynatrace® since we launched Dynatrace ®. Our Dynatrace® Dollar-Based Net Expansion Rate was 136% as of
December 31, 2018. See section titled “Management’s Discussion and Analysis of Financial Condition and Results of Operations—Key
Metrics.”

Our subscription revenue for the fiscal years ended March 31, 2017 and 2018 was $232.8 million and $257.6 million,
respectively, representing 57% and 65%, respectively, of total revenue and year-over-year growth of 11%. For the nine months ended
December 31, 2017 and 2018, our subscription revenue was $188.4 million and $252.0 million, respectively, representing 63% and
80%, respectively, of total revenue, and year-over-year growth of 34%. Our total revenue for the fiscal years ended March 31, 2017 and
2018 was $406.4 million and $398.0 million, respectively, representing a year-over-year decline of 2%. For the nine months ended
December 31, 2017 and 2018, our total revenue was $298.8 million and $314.8 million, respectively, representing year-over-year
growth of 5%.

We had net income of $0.8 million for the fiscal year ended March 31, 2017 and had net income of $9.2 million for the fiscal year
ended March 31, 2018. We had net income of $22.7 million in the nine months ended December 31, 2017 and incurred a net loss of
$85.6 million in the nine months ended December 31, 2018. Our Adjusted EBITDA for the fiscal years ended March 31, 2017 and 2018
was $108.3 million and $92.8 million, respectively, representing 26.6% and 23.3%, respectively, of total revenue. For the nine months
ended December 31, 2017 and 2018, our Adjusted EBITDA was $73.9 million and $64.1 million, respectively, representing 24.7% and
20.3%, respectively, of total revenue. See section titled “Non-GAAP Financial Measures” for information regarding our use of Adjusted
EBITDA and the reconciliation of this measure to net income determined in accordance with generally accepted accounting principles in
the United States, or GAAP.

Industry Background

Key trends impacting the way enterprises develop, manage, and optimize their software environment include:

Software Applications Have Become Central to Digital Transformation for Businesses Across All Sectors

Whether it is retailers driving higher customer engagement through mobile apps, industrial companies reducing production
downtime with predictive maintenance applications, or automobile manufacturers designing self-driving cars, software has become
central to how enterprises deliver a differentiated user experience. At the same time, software is increasingly embedded throughout the
enterprise, managing business critical systems, such as payments processing, inventory and supply chain management, logistics, and
many other front- and back-office operations.

Enterprises now focus more of their budget on software innovation and less on operating and maintaining systems in order to
remain competitive. As a result, enterprises are investing in new
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platforms that are built to automate the development, deployment, and operation of modern software applications and accelerate the
transition to the enterprise cloud. Further, maintaining visibility across a broad hybrid cloud environment represents a significant
challenge, which we believe is a primary reason why digital transformations are slow, often disrupted by performance issues, and can
fail to achieve intended objectives.

Changing Customer Expectations are Requiring Enterprises to Prioritize the User Experience

Enterprises are increasingly seeking to differentiate their products and services based on user experiences, with digital
interaction becoming the primary channel of communication between enterprises and their customers, partners, and employees. User
experience is closely tied to the performance of software applications. As a result, optimal application performance and exceptional user
experiences are important to the entire enterprise, not just to the IT staff that maintain these applications. We believe that the need for
an exceptional user experience to engage and retain customers will continue to drive demand for instrumentation that helps enterprises
to provide high quality, user-focused outcomes.

Benefits of the Enterprise Cloud Make it Essential for Digital Transformation

Enterprises are increasingly adopting cloud technologies to increase agility and accelerate innovation. The key advantages of an
enterprise cloud include:

« Ability to build better applications at a faster rate. Cloud-based application development technologies such as container
and microservices architectures, enable enterprises to focus developer resources more on creating and improving value-add
application features and less on managing underlying operating systems and infrastructure. In addition to new cloud-based
development technologies, enterprises are adopting new processes such as DevOps and Atrtificial Intelligence for IT
Operations, or AlOps, that help accelerate the software delivery cycle.

« Operational efficiency. Enterprises are moving to the cloud to be more agile and to reduce spending on expensive and
static systems, as well as the IT staff needed to maintain them. Furthermore, cloud services can be purchased dynamically as
demand ebbs and flows over time, affording greater flexibility, financial efficiencies, and scale than traditional systems.

Shift to Enterprise Cloud Introduces Fundamentally New Software Delivery Challenges

While the cloud offers enterprises some clear advantages over traditional systems, moving to the cloud also creates fundamental
new challenges, such as:

« Greater complexity. Hybrid cloud strategies require that IT teams manage applications and ensure interoperability of
operations between private and multiple public clouds, such as AWS, Azure, Google Cloud Platform, or SAP Cloud platform.
In addition, these applications are containerized and increasingly fragmented into microservices that are hosted across multiple
cloud platforms, creating interdependencies across heterogeneous environments that increase the risk of incompatibility
issues and the number of potential failure points if the applications are not deployed and maintained correctly.

» Highly dynamic environments. Cloud infrastructure and applications are built to scale up or down in real-time depending
upon usage and traffic. The automation required to monitor these highly dynamic environments is beyond what is required for
monolithic, on-premise applications.
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Massive scale. As software becomes more critical to business success, the number and size of applications will continue to
grow and encompass more features and greater functionality. At the same time, web-scale architectures are enabling
enterprises to build applications that are deployed across thousands of hosts and serve millions of users simultaneously. The
breadth of functionality and scale of deployments of enterprise cloud applications regularly exceed even the largest
applications built in the pre-cloud era.

More frequent changes to software. The adoption of DevOps practices and cloud architectures have increased the speed
at which software updates can be developed and deployed. With the application development lifecycle accelerating,
enterprises must adapt their software operations tools and culture to ensure that performance and business outcomes are not
adversely affected by frequent changes.

Traditional Monitoring Approaches Were Not Built for the Modern Enterprise Cloud

Traditional application monitoring approaches were built before the enterprise cloud was the driving force in digital
transformation, and suffer from significant shortcomings when applied in cloud-based environments. Challenges of traditional monitoring
solutions for the enterprise cloud include:

Manual configuration processes that do not scale. Traditional monitoring tools require unique agents for each
component of an application and rely on IT personnel to manually pre-configure each agent. The complexity and dynamic
nature of enterprise cloud applications, which can include thousands of containers and microservices, makes this multi-agent
approach costly, slow, and impractical to install and maintain, especially as these applications are rapidly modified and
updated.

Not designed to capture data across the full application stack. Traditional APM solutions were created to view a limited
portion of the full software stack and provide visibility only into individual applications, without providing visibility into how the
applications are interconnected. In order to get a complete view of all applications, from the underlying infrastructure to the
user experience, IT personnel are required to manually implement and manage many disparate tools. We believe this
approach has resulted in enterprises overinvesting in operations and underinvesting in development, which slows innovation.

Only able to provide data, not answers. Traditional monitoring tools provide data only about narrow components of the
technology stack. As a result, IT teams must manually integrate and correlate the data from disparate systems and apply their
own assumptions to identify the underlying cause of performance issues. This process is slow, prone to errors, and is made
especially challenging by the complexity of enterprise cloud applications.

Collect limited snapshots of data that do not provide real-time visibility.  Traditional APM tools were not designed for
the far larger and more complex data sets produced by enterprise cloud applications and can only capture snapshots of
application performance or user data. This approach requires these tools to rely on partial data sets, reducing their
effectiveness in performing precise root-cause determination, adding risk, and delaying innovation. In addition, traditional
monitoring tools do not provide visibility into containers and microservices, which leads to blind spots in software performance
monitoring when used in closed-based environments.

Lack of flexible deployment options. Traditional monitoring solutions are either deployed as SaaS-only or
on-premise-only. SaaS-only solutions often fail to meet the strict governance, security, and scale requirements of large
enterprises, and were not built to monitor on-premise applications, making them incompatible with the needs of customers who
manage hybrid-hosted applications. Conversely, traditional on-premise solutions were not built to manage
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cloud applications and are typically upgraded less frequently and thus innovate more slowly than cloud-based applications.

Our Solution

We offer the market-leading software intelligence platform, purpose-built for the enterprise cloud. We built our Dynatrace
Software Intelligence Platform from the ground up to meet the challenges of running an enterprise cloud. Our Al-powered, full-stack, and
completely automated platform provides deep insight into dynamic, web-scale, hybrid cloud ecosystems. Dynatrace® is able to provide
real-time actionable insights about the performance of our customers’ entire software ecosystem by integrating high fidelity, web-scale
data, mapping its dependencies in real-time, and analyzing them with an open, deterministic Al engine. Dynatrace® is brought to market
through a global direct sales force and network of partners. The combination of our market-leading platform and go-to-market strategy
has allowed us to achieve the scale, growth, and margins that we believe will provide us the capital to continue investing in driving
further product differentiation.

Our platform provides the following key benefits:

Single agent, fully automated configuration. Dynatrace® is installed as a single agent, which we refer to as OneAgent ®,
that automatically configures itself, discovering all components of the full-stack to enable high fidelity and web-scale data
capture. OneAgent® dynamically profiles the performance of all components of the full-stack with code-level precision, even as
applications and environments change.

Full-stack, all-in-one approach with deep cloud integrations. Dynatrace® combines APM with Cloud Infrastructure
Monitoring, AlOps, and Digital Experience Management, or DEM, in a single full-stack approach. We believe that this all-in-one
approach reduces the need for a variety of disparate tools and enables our customers to improve productivity and decision
making while reducing operating costs. Dynatrace® provides out-of-the-box configuration for the leading cloud platforms, such
as AWS, Azure, Google Cloud Platform, Red Hat OpenShift, Pivotal Cloud Foundry, and SAP Cloud Platform, as well as
coverage for traditional on-premise mainframe and monolithic applications in a single, easy-to-use, intelligent platform.

Al-powered, answer-centric insights. DavisTM, our deterministic Al engine, dynamically baselines the performance of all
components in the full-stack, continually learning normal performance thresholds in order to provide precise answers when
performance deviates from expected or desired conditions. Unlike correlation engines that overwhelm IT professionals with
dozens of alerts from many different tools, Dynatrace® provides a single problem resolution and precise root cause
determination. We believe that the accuracy and precision of the answers delivered by our Al engine enable our customers to
program automated remediation actions, taking a significant step towards our vision of autonomous cloud operations and
accelerating the DevOps transformation.

Web-scale and enterprise grade. Dynatrace® utilizes big data architecture and enterprise-proven cloud technologies that
are engineered for web-scale environments. With role-based access and advanced security functionality, Dynatrace ® was
purpose-built for enterprise wide adoption.

Flexible deployment options. \We deploy our platform as a SaaS solution, with the option of retaining the data in the cloud,
or at the edge in customer-provisioned infrastructure, which we refer to as Dynatrace® Managed. The Dynatrace® Managed
offering allows customers to maintain control of the environment where their monitoring data resides, whether in the cloud or
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on-premise, combining the simplicity of SaaS with the ability to adhere to their own data security and sovereignty
requirements. Our Mission Control center automatically upgrades all Dynatrace® instances and offers on-premise cluster
customers auto-deployment options that suit their specific enterprise management processes.

Our Opportunity

We believe that our full-stack, all-in-one, software intelligence platform, Dynatrace ®, has the ability to expand our potential
market opportunity by allowing us to offer our solutions into adjacent markets beyond APM, replacing traditional monitoring tools, and
potentially disrupting various well-established IT spending categories, such as infrastructure monitoring, alert and incident management,
and network monitoring as enterprise cloud computing replaces traditional data centers. According to Gartner, the global IT operations
software market in 2019 is estimated to be $29 billion and is expected to grow at a compound annual growth rate of 6.7% to $37.5 billion
in 2023.

We believe a significant portion of our market opportunity remains unpenetrated today. According to Gartner, enterprises will
quadruple their APM due to increasingly digitized business processes from 2018 through 2021, to reach 20% of all business
applications. As this trend continues, we believe there is an opportunity to increase our annual recurring revenue as enterprise
customers expand the number of applications instrumented.

We estimate that the annual potential market opportunity for our Dynatrace ® solution is currently approximately $18 billion. We
calculated this figure using the largest 15,000 global enterprises with greater than $750 million in annual revenue, as identified by S&P
Capital 1Q in February 2019. We then banded these companies by revenue scale, and multiplied the total number of companies in each
band by our calculated annualized booking per customer for companies in each respective band. The calculated annualized bookings
per customer applied for each band is calculated using internal company data of actual customer spend. For each respective band, we
calculate the average annualized bookings per customer of the top 10% of customers in the band, which we believe to be
representative of having achieved broader implementation of our solutions within their enterprises. We believe our potential market
opportunity could expand further as enterprises increasingly instrument, monitor, and optimize more of their applications and underlying
infrastructure.

Our Growth Strategy

« Extend our technology and market leadership position. We intend to maintain our position as the market-leading
software intelligence platform through increased investment in research and development and continued innovation. We
expect to focus on expanding the functionality of Dynatrace® and investing in capabilities that address new market
opportunities. We believe this strategy will enable new growth opportunities and allow us to continue to deliver differentiated
high-value outcomes to our customers.

« Grow our customer base. We intend to drive new customer growth by expanding our direct sales force focused on the
largest 15,000 global enterprise accounts, which generally have annual revenues in excess of $750 million. In addition, we
expect to leverage our global partner ecosystem to add new customers in geographies where we have direct coverage and
work jointly with our partners. In other geographies, we utilize a multi-tier “master reseller” model, such as in Africa, Japan, the
Middle East, Russia, and South Korea.

 Increase penetration within existing customers. \We plan to continue to increase penetration within our existing
customers by expanding the breadth of our platform capabilities
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to provide for continued cross-selling opportunities. In addition, we believe the ease of implementation for Dynatrace®
provides us the opportunity to expand adoption within our existing enterprise customers, across new customer applications,
and into additional business units or divisions. Once customers are on the Dynatrace® platform, we have seen significant
dollar-based net expansion due to the ease of use and power of our new platform.

Enhance our strategic partner ecosystem. Our strategic partners include industry-leading system integrators, software
vendors, and cloud and technology providers. We intend to continue to invest in our partner ecosystem, with a particular
emphasis on expanding our strategic alliances and cloud-focused partnerships, such as AWS, Azure, Google Cloud Platform,
Red Hat OpenShift, and Pivotal Cloud Foundry.

Our Sponsor

Thoma Bravo is a leading investment firm building on a more than 35-year history of providing capital and strategic support to
experienced management teams and growing companies. Thoma Bravo has invested in many fragmented, consolidating industry
sectors in the past, but has become known particularly for its history of successful investments in the application, infrastructure and
security software and technology-enabled services sectors, which now have been its investment focus for more than 15 years. Thoma
Bravo manages a series of investment funds representing more than $30 billion of capital commitments.

Risks Affecting Us

We are subject to a number of risks, including risks that may prevent us from achieving our business objectives or that may
adversely affect our business, financial condition, results of operations and prospects. You should carefully consider the risks described
under the heading “Risk Factors” included elsewhere in this prospectus. These risks include, among others:

We have experienced rapid subscription revenue growth in recent periods, and our recent growth rates may not be indicative
of our future growth.

Our substantial level of indebtedness could materially and adversely affect our financial condition.

Market adoption of software intelligence solutions for application performance monitoring, infrastructure monitoring, and AlOps
is relatively new and may not grow as we expect, which may harm our business and prospects.

Our business is dependent on overall demand for software intelligence solutions and therefore reduced spending on software
intelligence solutions or overall adverse economic conditions may negatively affect our business, operating results and
financial condition.

If we cannot successfully execute on our strategy and continue to develop and effectively market solutions that anticipate and
respond to the needs of our customers, our business, operating results and financial condition may suffer.

We may experience a loss of customers and annualized recurring revenue as customers convert from our classic products to
our Dynatrace® platform.

We face significant competition which may adversely affect our ability to add new customers, retain existing customers and
grow our business.
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« Failure to protect and enforce our proprietary technology and intellectual property rights could substantially harm our business,
operating results and financial condition.

» We expect to be a controlled company within the meaning of the rules and, as a result, will qualify for and intend to
rely on exemptions from certain corporate governance requirements. Upon the completion of this offering, our executive
officers, directors, and Thoma Bravo will beneficially own approximately % of our issued and outstanding shares of common
stock, assuming the sale by us of shares of common stock in this offering.

« Thoma Bravo has a controlling influence over matters requiring stockholder approval, which may have the effect of delaying or
preventing changes of control, or limiting the ability of other stockholders to approve transactions they deem to be in their best
interest.

Corporate Information

Our principal executive offices are located at 1601 Trapelo Road, Suite 116, Waltham, MA 02451 and our telephone number at
that address is (781) 530-1000. Our website address is www.dynatrace.com. Information contained on, or that can be accessed
through, our website does not constitute part of this prospectus, and inclusions of our website address in this prospectus are inactive
textual references only.

The Dynatrace design logo and our other registered or common law trademarks, service marks or trade names appearing in this
prospectus are the property of Dynatrace LLC. This prospectus includes our trademarks and trade names, including, without limitation,
Dynatrace®, OneAgent®, SmartScape®, PurePath® and Davis ™, which are our property and are protected under applicable intellectual
property laws. Other trademarks and trade names referred to in this prospectus are the property of their respective owners.

Spin-Off Transactions

Prior to this offering, Compuware Parent, LLC, or Parent, through its wholly owned indirect subsidiary Dynatrace Holding Corp.,
or DHC, owned and operated three separate and distinct businesses through three indirect subsidiaries: (i) Dynatrace LLC,
(ii) Compuware Software Group, LLC, or Compuware, and (iii) SIGOS LLC, or SIGOS. Dynatrace Holdings LLC is an indirect
equityholder of Parent that will, prior to this offering, convert into a Delaware corporation with the name Dynatrace, Inc. and will be the
issuer of the shares offered pursuant to this prospectus.

Prior to the effectiveness of the registration statement of which this prospectus is a part, we, Parent, DHC and the direct and
indirect equityholders of Parent will effect the following transactions which will result in the spin-off of Compuware and SIGOS and
Dynatrace, Inc. becoming the ultimate parent company of Dynatrace LLC:

« DHC will distribute to Parent, and Parent will spin-off and distribute to its equityholders (including the Thoma Bravo Funds), all
of the equity interests of SIGOS;

+ All of the equityholders of Parent (including the Thoma Bravo Funds) will, through a series of transactions, receive shares of
capital stock of Dynatrace, Inc. in exchange for their equity interests of Parent, after which Parent will liquidate; and

« DHC will transfer to Dynatrace, Inc., and Dynatrace, Inc. will spin-off and distribute to its equityholders (including the Thoma
Bravo Funds), all of the equity interests of Compuware.
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The foregoing transactions are collectively referred to herein as the “Spin-off Transactions.”

Following the completion of the Spin-Off Transactions and prior to the closing of this offering, (i) the Thoma Bravo Funds will own
approximately % of Dynatrace, Inc.’s common stock, (ii) DHC will be a wholly owned indirect subsidiary of Dynatrace, Inc. and
(iii) Dynatrace LLC will be a wholly owned indirect subsidiary of DHC. Dynatrace, Inc. will be the ultimate parent company of Dynatrace
LLC and will have no material assets or operations other than its direct and indirect ownership interests in its subsidiaries, including
Dynatrace LLC. Additionally, Dynatrace, Inc. will have several wholly owned direct subsidiaries that are legacies from the corporate
structure that existed prior to this offering. Those entities will have no material assets or operations other than their ownership of a
portion of the outstanding shares of DHC. See section titled “Spin-Off Transactions”.

The following diagram shows our organizational structure immediately prior to giving effect to the Spin-Off Transactions.

Ih-1|-r;l,.|_-I:-‘_|!,;.\|..|‘-l;,r;\_.l L CH__ Other Equitvbclkiers .
Cosnpuware Panenl LLC
(“Pa 'y
Compuware lermedion: Hobdings, LLC
Compusane Holdings LLC
Dhmiracs Hakling Corp.
L)
[ 1
SHEOS LLC L&TITET Tware Giroup LLL
FRIGOS Jri— Dymatrace Ingermediaie LLC
By nadrace L1L{
1) Includes special purpose investment entities wholly-owned by certain Thoma Bravo Funds.
?2) Dynatrace Holdings, LLC will convert to a corporation and be renamed “Dynatrace, Inc.” immediately prior to the completion of this offering.
3) Includes employee equityholders and other equityholders who invested alongside the Thoma Bravo Funds.
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The following diagram shows our organizational structure after giving effect to the Spin-Off Transactions.
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1) Includes employee equityholders and other equityholders who invested alongside the Thoma Bravo Funds.

?2) Dynatrace Holdings, LLC will convert to a corporation and be renamed “Dynatrace, Inc.” immediately prior to the completion of this offering.
In addition, special purpose investment entities originally wholly-owned by certain Thoma Bravo Funds will be direct, wholly-owned
subsidiaries of Dynatrace, Inc. Those entities are not expected to have any assets or liabilities.

Emerging Growth Company

We are an emerging growth company within the meaning of the Jumpstart Our Business Startups Act of 2012, or the JOBS Act.
As an emerging growth company, we may take advantage of certain exemptions from various public reporting requirements, including
the requirement that we provide more than two years of audited financial statements and related management’s discussion and analysis
of financial condition and results of operations, that our internal control over financial reporting be audited by our independent registered
public accounting firm pursuant to Section 404 of the Sarbanes-Oxley Act of 2002, or the Sarbanes-Oxley Act, that we provide certain
disclosures regarding executive compensation, and that we hold nonbinding stockholder advisory votes on executive compensation and
any golden parachute payments not previously approved. We may take advantage of these exemptions until we are no longer an
emerging growth company.

In addition, under the JOBS Act, emerging growth companies can delay adopting new or revised accounting standards until such
time as those standards apply to private companies. We have elected to take advantage of the longer phase-in periods for the adoption
of new or revised financial accounting standards under the JOBS Act until we are no longer an emerging growth company. Our election
to use the phase-in periods permitted by this election may make it difficult to compare our financial statements to those of non-emerging
growth companies and other emerging growth companies that have opted out of the longer phase-in periods permitted under the JOBS
Act and who

1"



Table of Contents

will comply with new or revised financial accounting standards. If we were to subsequently elect instead to comply with public company
effective dates, such election would be irrevocable pursuant to the JOBS Act.

We will remain an emerging growth company until the earliest to occur of (i) the last day of the fiscal year in which we have more
than $1.07 billion in annual revenue; (ii) the date on which we become a “large accelerated filer” (the fiscal year-end on which more
than $700 million of equity securities are held by non-affiliates as of the last day of our then most recently completed second fiscal
quarter (and we have been a public company for at least 12 months and have filed one annual report on Form 10-K)); (iii) the date on
which we have issued, in any three-year period, more than $1.0 billion in non-convertible debt securities; and (iv) the last day of the
fiscal year ending after the fifth anniversary of the completion of this offering.

Status as a Controlled Company

Because the Thoma Bravo Funds will initially own shares of our common stock, representing approximately % of the
voting power of our company following the completion of this offering, we will be a controlled company as of the completion of the
offering under the Sarbanes-Oxley Act, and the rules of the , or the . As a controlled company, a majority of our

board of directors is not required to be independent, and we are not required to form independent compensation and nominating and
corporate governance committees of our board of directors. As a controlled company, we will remain subject to rules of the Sarbanes-
Oxley Act and the that require us to have an audit committee composed entirely of independent directors. Under these rules, we
must have at least one independent director on our audit committee by the date our common stock is listed on the , at least two
independent directors on our audit committee within 90 days of the listing date, and at least three directors, all of whom must be
independent, on our audit committee within one year of the listing date. We expect to have independent directors upon the
closing of this offering, of whom will qualify as independent for audit committee purposes.

If at any time we cease to be a controlled company, we will take all action necessary to comply with the Sarbanes-Oxley Act and
rules of the , including by having a majority of independent directors and ensuring we have a compensation committee and a
nominating and corporate governance committee, each composed entirely of independent directors, subject to a permitted “phase-in”
period. See the section titled “Management—Status as a Controlled Company.”

12



Table of Contents

Common stock offered
Option to purchase additional shares
Common stock to be outstanding after this offering

Use of proceeds

Controlled company

Risk factors

Proposed symbol

THE OFFERING

shares.
shares.

shares ( shares if the underwriters’ option to
purchase additional shares is exercised in full).
We estimate that the net proceeds from the sale of shares of
our common stock in this offering will be approximately

$ million (or approximately $ million if the
underwriters’ option to purchase additional shares is exercised
in full), assuming an initial public offering price of $ per

share (the midpoint of the estimated price range set forth on
the cover page of this prospectus), after deducting underwriting
discounts and commissions and estimated offering expenses
payable by us.

We intend to use the net proceeds from this offering for general
corporate purposes, including working capital, operating
expenses and capital expenditures, and to repay a portion of
the borrowings outstanding under our first and second lien term
loan facilities. See section titled “Use of Proceeds” for
additional information.

After this offering, the Thoma Bravo Funds will own approximately

% of our issued and outstanding shares of common stock (or % of
our issued and outstanding shares of common stock if the
underwriters” option to purchase additional shares is exercised in full).
As aresult, we expect to be a controlled company within the meaning
of the corporate governance standards of the . See section titled
“Management—Status as a Controlled Company.”
See section titled “Risk Factors” and other information included in this
prospectus for a discussion of factors you should carefully consider
before deciding to invest in our common stock.

« ”»
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Conflict of interest Affiliates of Goldman Sachs & Co. LLC and J.P. Morgan Securities
LLC, underwriters in this offering, may receive at least 5% of the net
proceeds of this offering in connection with the repayment of
$ million of borrowings outstanding under our credit facility
with a portion of the net proceeds from this offering. See “Use of
Proceeds.” Accordingly, this offering is being made in compliance
with the requirements of FINRA Rule 5121. This rule requires, among
other things, that a “qualified independent underwriter” has
participated in the preparation of, and has exercised the usual standards
of “due diligence” with respect to, the registration statement.

has agreed to act as qualified independent underwriter for
this offering and to undertake the legal responsibilities and liabilities
of an underwriter under the Securities Act of 1933, as amended, or the
Securities Act.

The number of shares of our common stock to be outstanding after this offering is based on shares of common stock
outstanding as of 2019, and excludes:
. shares of our common stock issuable upon the exercise of stock options outstanding as of at a weighted
average exercise price of $ per share;
. shares of common stock available for future issuance under our equity compensation plans;
. shares of our common stock that will become available for future issuance under our 2019 Stock Option and Incentive

Plan, which will become effective in connection with the completion of this offering; and

. shares of our common stock that will become available for future issuance under our 2019 Employee Stock Purchase
Plan, which will become effective in connection with the completion of this offering.

Except as otherwise indicated, all information contained in this prospectus assumes or gives effect to:

« the filing of our amended and restated certificate of incorporation and the effectiveness of our amended and restated bylaws
upon the closing of this offering;

+ the completion of the transactions described in the section titled “Spin-Off Transactions”; and

* no exercise by the underwriters of their option to purchase up to an additional shares of our common stock from us.

14
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SUMMARY CONSOLIDATED FINANCIAL AND OTHER DATA

You should read the following summary consolidated financial data together with our consolidated financial statements and the
related notes appearing at the end of this prospectus and the “Selected Consolidated Financial Data” and “Management’s Discussion
and Analysis of Financial Condition and Results of Operations” sections of this prospectus. We have derived the consolidated statement
of operations data for the years ended March 31, 2017 and 2018 from our audited consolidated financial statements appearing at the
end of this prospectus. The consolidated statements of operations data for the nine months ended December 31, 2017 and 2018 and
the consolidated balance sheet data as of December 31, 2018 have been derived from our unaudited consolidated financial statements
appearing at the end of this prospectus and have been prepared on the same basis as the audited consolidated financial statements. In
the opinion of management, the unaudited data reflects all adjustments, consisting only of normal, recurring adjustments, necessary for
a fair statement of the financial information in those statements. Our historical results are not necessarily indicative of results that may
be expected in the future, and our results for the nine months ended December 31, 2018 are not necessarily indicative of the results to
be expected for the full year or any other period.

15
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Year Ended March 31,

2017 2018
Consolidated Statements of Operations Data:
Revenue:
Subscriptions $232,783 $257,576
License 130,738 98,756
Services 42,856 41,715
Total revenue 406,377 398,047
Cost of revenues:
Cost of subscriptions 52,176 48,270
Cost of services 30,735 30,316
Amortization of acquired technology 19,261 17,948
Total cost of revenues(1) 102,172 96,534
Gross profit 304,205 301,513
Operating expenses:
Research and development(1) 52,885 58,320
Sales and marketing(1) 129,971 145,350
General and administrative(1) 49,232 64,114
Amortization of other intangibles 51,947 50,498
Restructuring and other 7,637 4,990
Total operating expenses 291,672 323,272
Income (loss) from operations 12,533 (21,759)
Other expense, net (28,926) (30,016)
(Loss) before taxes (16,393) (51,775)
Income tax benefit 17,189 60,997
Net income (loss) $ 796 $ 9,222

The following tables present selected consolidated financial data for the periods indicated.

Nine Months Ended December 31,

2017 2018
(unaudited)
(in thousands)

$ 188,441 $ 251,974
80,141 32,805

30,240 30,019

298,822 314,798

36,032 40,922

22,032 22,148

13,461 13,780

71,525 76,850

227,297 237,948

42,171 55,229

103,694 130,667

50,836 64,764

38,001 35,892

3,684 459

238,386 287,011
(11,089) (49,063)
(22,760) (46,964)
(33,849) (96,027)

56,533 10,431
$ 22,684 $ (85,596)

operations:

Year Ended March 31,

2017 2018
Cost of revenues $ 28 $ 1,720
Research and development 71 3,858
Sales and marketing 122 7,536
General and administrative 128 _ 9,180
Total share-based compensation $ 349 i 22,294

) The following table summarizes the classification of stock-based compensation expense in our consolidated statements of

Nine Months Ended December 31,

2017 2018
(unaudited)
(in thousands)
1,134 $ 3,466
2,552 7,590
4,835 14,640
B 6,260 16,589
$; 14,781 $_ 42,285
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Consolidated Balance Sheet Data:
Cash and cash equivalents

As of December 31, 2018

Pro Forma as

Actual Pro Forma(2) Adjusted(3)(4)
(unaudited)
(in thousands)
$ 50,856 $ $

Working capital, excluding deferred revenue(1) 163,749
Total assets 1,839,764
Deferred revenue, current and non-current portion 327,862
Long-term debt, net of current portion 1,067,273
Total liabilities 2,195,854
Total member’s (deficit) (356,090)

) We define working capital as current assets less current liabilities, excluding related-party payables.

?2) Gives effect to the completion of the Spin-Off Transactions, as set forth under the section titled “Spin-Off Transactions”, prior to
the completion of this offering.

3) Gives effect to the pro forma adjustments set forth above and the sale and issuance by us of shares of our common
stock in this offering, assuming an initial public offering price of $ per share (the midpoint of the estimated offering price
range set forth on the cover page of this prospectus), after deducting estimated underwriting discounts and commissions and
estimated offering expenses payable by us, and the application of the net proceeds from this offering as set forth under the
section titled “Use of Proceeds.”

) Each $1.00 increase (decrease) in the assumed initial public offering price of $ per share (the midpoint of the estimated
offering price range set forth on the cover page of this prospectus), would increase (decrease) the pro forma as adjusted amount
of cash and cash equivalents, working capital excluding deferred revenue, total assets and total stockholders’ equity by
$ million, assuming that the number of shares offered by us, as set forth on the cover page of this prospectus, remains
the same and after deducting estimated underwriting discounts and commissions and estimated offering expenses payable by us.
We may also increase or decrease the number of shares we are offering. Each increase (decrease) of 1.0 million shares in the
number of shares offered by us, as set forth on the cover page of this prospectus, would increase (decrease) the pro forma as
adjusted amount of each of cash and cash equivalents, working capital, excluding deferred revenue, total assets and total
stockholders’ equity by $ million, assuming no change in the assumed initial public offering price per share and after
deducting estimated underwriting discounts and commissions and estimated offering expenses payable by us.

Key Metrics

In addition to our financial information presented in accordance with GAAP, we use a number of operating and financial metrics,
including the following key metrics, to clarify and enhance our understanding of past performance and future prospects.
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Customers, ARR, Dollar-Based Net Expansion Rate and Total ARR

* Not meaningful

Results of Operations—Key Metrics.”

Three Months Ended
6/30/2017  9/30/2017  12/31/2017  3/31/2018  6/30/2018 9/30/2018 12/31/2018
Number of Dynatrace® Customers 200 276 398 574 733 900 1,150
Dynatrace® ARR (in thousands) $ 30,167 $ 44,885 $ 60,440 $ 85,363 $116,189 $161,066 $227,187
Classic ARR (in thousands) $201,114 $201,763 $200,815 $195,065 $188,287 $166,609 $145,232
Total ARR (in thousands) $231,281 $246,648 $261,255 $280,428 $304,476 $327,676 $372,420
Dynatrace® Dollar-Based Net Expansion Rate o o . . 129% 120% 136%

For an explanation of our key metrics, see section titled “Management’s Discussion and Analysis of Financial Condition and
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RISK FACTORS

Investing in our common stock involves a high degree of risk. You should carefully consider the risks and uncertainties described
below, together with all of the other information in this prospectus, including the section titled “Management’s Discussion and Analysis of
Financial Condition and Results of Operations” and our consolidated financial statements and related notes, before making a decision to
invest in our common stock. The risks and uncertainties described below may not be the only ones we face. If any of the risks actually occur,
our business, operating results, financial condition and prospects could be materially and adversely affected. In that event, the market price
of our common stock could decline, and you could lose all or part of your investment.

Risks Related to Our Business
We have experienced rapid subscription revenue growth in recent periods, and our recent growth rates may not be indicative of
our future growth.

We have experienced rapid subscription revenue growth in recent periods. From the fiscal year ended March 31, 2017 to the fiscal
year ended March 31, 2018, our subscription revenue grew from $232.8 million to $257.6 million, respectively. For the nine months ended
December 31, 2017 to the nine months ended December 31, 2018, our subscription revenue grew from $188.4 million to $252.0 million,
respectively. From the fiscal year ended March 31, 2017 to the fiscal year ended March 31, 2018, subscription revenue as a percentage of
total revenue grew from 57% to 65%, respectively. For the nine months ended December 31, 2017 to the nine months ended December 31,
2018, subscription revenue as a percentage of total revenue grew from 63% to 80%, respectively. This subscription revenue growth may not
be indicative of our future subscription revenue growth and we may not be able to sustain revenue growth consistent with recent history, or
at all. We believe our ability to continue to increase our revenue depends on a number of factors, including, but not limited to:

 our ability to attract new customers and retain and increase sales to existing customers;

- our ability to continue to expand customer adoption of our Dynatrace ® platform, including the conversion of customers from our
classic products;

« our ability to develop our existing platform and introduce new solutions on our platform;

« continued growth of cloud-based services and solutions;

+ our ability to continue to develop and offer products and solutions that are superior to those of our competitors;
 our ability to retain customers; and

« our ability to hire and retain sufficient numbers of sales and marketing, research and development and general and administrative
personnel, and expand our global operations.

If we are unable to achieve any of these requirements, our subscription revenue growth will be adversely affected.

Our quarterly and annual operating results may be adversely affected due to a variety of factors, which could make our future
results difficult to predict.

Our annual and quarterly revenue and operating results have fluctuated significantly in the past and may vary significantly in the
future due to a variety of factors, many of which are outside of our control. Our financial results in any one quarter may not be meaningful and
should not be relied upon as indicative of future performance. If our revenues, earnings or operating results fall below the
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expectations of investors or securities analysts in a particular quarter, or below any guidance that we may provide, the price of our common
stock could decline. We may not be able to accurately predict our future billings, revenues, earnings or operating results. Some of the
important factors that may cause our operating results to fluctuate from quarter to quarter or year to year include:

« fluctuations in the demand for our solutions, and the timing of purchases by our customers, particularly larger purchases;

« fluctuations in the rate of utilization by enterprise customers of the cloud to manage their business needs, or a slow-down in the
migration of enterprise systems to the cloud;

+ our ability to attract new customers and retain existing customers;
« the budgeting cycles and internal purchasing priorities of our customers;

» changes in customer renewal rates, churn and our ability to cross-sell additional solutions to our existing customers and our ability
to up-sell additional quantities of previously purchased products to existing customers;

+ the seasonal buying patterns of our customers;
+ the payment terms and contract term length associated with our product sales and their effect on our billings and free cash flow;
+ changes in customer requirements or market needs;

+ the emergence of significant privacy, data protection, security or other threats, regulations or requirements applicable to the use of
enterprise systems or cloud-based systems that we are not prepared to meet or that require additional investment by us;

« changes in the demand and growth rate of the market for software and systems monitoring and analytics solutions;

« our ability to anticipate or respond to changes in the competitive landscape, or improvements in the functionality of competing
solutions that reduce or eliminate one or more of our competitive advantages;

+ our ability to timely develop, introduce and gain market acceptance for new solutions and product enhancements;

+ our ability to adapt and update our products and solutions on an ongoing and timely basis in order to maintain compatibility and
efficacy with the frequently changing and expanding variety of software and systems that our products are designed to monitor;

« our ability to successfully expand our business internationally;

« our ability to maintain and expand our relationships with strategic technology partners, who own, operate and offer the major
platforms on which cloud applications operate, with which we must interoperate and remain compatible, and from which we must
obtain certifications and endorsements in order to maintain credibility and momentum in the market;

« our ability to control costs, including our operating expenses;

« our ability to efficiently complete and integrate any acquisitions or business combinations that we may undertake in the future;
+ general economic, industry and market conditions, both domestically and in our foreign markets;

» the emergence of new technologies or trends in the marketplace;

« foreign currency exchange rate fluctuations;
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+ the timing of revenue recognition for our customer transactions, and the effect of the mix of time-based licenses, SaaS
subscriptions and perpetual licenses on the timing of revenue recognition;

+ extraordinary expenses, such as litigation or other dispute-related settlement payments; and

« future accounting pronouncements or changes in our accounting policies.

Any one of the factors referred to above or the cumulative effect of some of the factors referred to above may result in our operating
results being below our expectations and the expectations of securities analysts and investors, or may result in significant fluctuations in our
quarterly and annual operating results, including fluctuations in our key performance indicators. This variability and unpredictability could
result in our failure to meet our business plan or the expectations of securities analysts or investors for any period. In addition, a significant
percentage of our operating expenses are fixed in nature in the short term and based on forecasted revenue trends. Accordingly, in the
event of revenue shortfalls, we are generally unable to mitigate the negative impact on margins in the short term.

Our debt obligations contain restrictions that impact our business and expose us to risks that could adversely affect our liquidity
and financial condition.

At December 31, 2018, we had approximately $1.1 billion of aggregate indebtedness, consisting of $950.0 million outstanding under
our first lien term loan facility, $144.0 million outstanding under our second lien term loan facility, $0.3 million outstanding under a
$15.0 million letter of credit sub-facility and $14.8 million in unamortized debt issuance fees. We also have a $60.0 million revolving credit
facility under which we had no outstanding borrowings as of December 31, 2018. Under our first lien term loan facility, we are required to
repay approximately $2.4 million of principal at the end of each quarter (commencing March 31, 2019) and are required to pay accrued
interest on the last day of each interest accrual period. Under our second lien term loan facility, we are not required to make any periodic
repayments of principal, but are required to pay accrued interest upon the last day of each interest accrual period. Interest accrual periods
under each loan facility are typically one month in duration. The actual amounts of our debt servicing payments vary based on the amounts
of indebtedness outstanding, the applicable interest accrual periods and the applicable interest rates, which vary based on prescribed
formulas.

Our cash interest expense was approximately $24.6 million during the nine months ended December 31, 2018.

The credit and guaranty agreement, which we refer to as our Credit Agreement, governing our term loan facility and our revolving
credit facility, which we refer to as our Credit Facility, contains various covenants that are operative so long as our Credit Facility remains
outstanding. The covenants, among other things, limit our and certain of our subsidiaries’ abilities to:

+ incur additional indebtedness or guarantee indebtedness of others;

- create additional liens on our assets;

+ pay dividends and make other distributions on our capital stock, and redeem and repurchase our capital stock;
* make investments, including acquisitions;

+ make capital expenditures;

+ enter into mergers or consolidations or sell assets;
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+ engage in sale and leaseback transactions; or

 enter into transactions with affiliates.

Our Credit Facility also contains numerous affirmative covenants, including financial covenants. Even if our Credit Facility is
terminated, any additional debt that we incur in the future could subject us to similar or additional covenants. For a more detailed description
of our indebtedness, see “Description of Indebtedness.”

If we experience a decline in cash flow due to any of the factors described in this “Risk Factors” section or otherwise, we could have
difficulty paying interest and principal amounts due on our indebtedness and meeting the financial covenants set forth in our Credit Facility. If
we are unable to generate sufficient cash flow or otherwise to obtain the funds necessary to make required payments under our Credit
Facility, or if we fail to comply with the various requirements of our indebtedness, we could default under our Credit Facility. Our Credit
Facility also contains provisions that trigger repayment obligations or an event of default upon a change of control, as well as various
representations and warranties which, if breached, could lead to an event of default. Any such default that is not cured or waived could result
in an acceleration of indebtedness then outstanding under our Credit Facility, an increase in the applicable interest rates under our Credit
Facility, and a requirement that our subsidiaries that have guaranteed our Credit Facility pay the obligations in full, and would permit the
lenders to exercise remedies with respect to all of the collateral that is securing our Credit Facility, including substantially all of our and our
subsidiary guarantors’ assets. We cannot be certain that our future operating results will be sufficient to ensure compliance with the
covenants in our Credit Agreement or to remedy any defaults under our Credit Agreement. In addition, in the event of any default and related
acceleration, we may not have or be able to obtain sufficient funds to make any accelerated payments. Any such default could have a
material adverse effect on our liquidity, financial condition and results of operations.

Our substantial level of indebtedness could materially and adversely affect our financial condition.

We now have, and expect to continue to have, significant indebtedness that could result in a material and adverse effect on our
business by:

« increasing our vulnerability to general adverse economic and industry conditions;

+ requiring us to dedicate a substantial portion of our cash flow from operations to payments on our indebtedness, thereby reducing
the availability of our cash flow to fund working capital, capital expenditures, acquisitions, research and development efforts and
other general corporate purposes;

« limiting our flexibility in planning for, or reacting to, changes in our business and the industry in which we operate; and

+ exposing us to the risk of increased interest rates as certain of our borrowings are, and may in the future be, at variable interest
rates.

The occurrence of any one of these events could have a material adverse effect on our business, financial condition, results of
operations and ability to satisfy our obligations under our Credit Facility.

We may need to refinance all or a portion of our indebtedness, including our Credit Facility, at or before maturity. We may not be able
to accomplish any of these alternatives on terms acceptable to us, or at all. In addition, our existing Credit Agreement restricts us, and future
credit agreements may restrict us, from adopting any of these alternatives. The failure to generate sufficient cash flow or to achieve any of
these alternatives could materially adversely affect our ability to pay the amounts due under our Credit Agreement.
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Failure to maintain our credit ratings could adversely affect our liquidity, capital position, ability to hedge certain financial risks,
borrowing costs and access to capital markets.

Our credit risk is evaluated by the major independent rating agencies, and such agencies have in the past and could in the future
downgrade our ratings. We cannot assure you that we will be able to maintain our current credit ratings, and any additional actual or
anticipated changes or downgrades in our credit ratings, including any announcement that our ratings are under further review for a
downgrade, may have a negative impact on our liquidity, capital position, ability to hedge certain financial risks and access to capital
markets. In addition, changes by any rating agency to our outlook or credit rating could increase the interest we pay on outstanding or future
debt.

Market adoption of software intelligence solutions for application performance monitoring, digital experience monitoring,
infrastructure monitoring, and AlOps is relatively new and may not grow as we expect, which may harm our business and
prospects.

The utilization of software intelligence solutions, such as Dynatrace ®, for digital experience monitoring, infrastructure monitoring, and
AlOps is relatively new. We believe our future success will depend in large part on the growth, if any, in the demand for software intelligence
solutions, particularly the demand for enterprise-wide solutions. We currently target the markets for application performance monitoring, or
APM, infrastructure monitoring, AIOps and digital experience monitoring. It is difficult to predict customer demand, adoption, churn and
renewal rates for our solutions, the rate at which existing customers expand their usage of our solutions, the size and growth rate of the
market for our solutions. Expansion in our addressable market depends on a number of factors, including the continued and growing reliance
of enterprises on software applications to manage and drive critical business functions and customer interactions, increased use of
microservices and containers, as well as the continued proliferation of mobile applications, large data sets, cloud computing and the Internet
of Things. If our solutions do not achieve widespread adoption or there is a reduction in demand for software intelligence solutions generally,
it could result in reduced customer purchases, reduced renewal rates and decreased revenue, any of which will adversely affect our
business, operating results and financial condition.

Our business is dependent on overall demand for software intelligence solutions and therefore reduced spending on software
intelligence solutions or overall adverse economic conditions may negatively affect our business, operating results and financial
condition.

Our business depends on the overall demand for software intelligence solutions, particularly demand from mid- to large-sized
enterprises worldwide, and the purchase of our solutions by such organizations is often discretionary. In an economic downturn, our
customers may reduce their operating or IT budgets, which could cause them to defer or forego purchases of software intelligence solutions,
including ours. Customers may delay or cancel IT projects or seek to lower their costs by renegotiating vendor contracts or renewals. To the
extent purchases of software intelligence solutions are perceived by existing customers and potential customers to be discretionary, our
revenue may be disproportionately affected by delays or reductions in general IT spending. Weak global economic conditions or a reduction
in software intelligence spending, even if general economic conditions remain unaffected, could adversely impact our business, operating
results and financial condition in a number of ways, including longer sales cycles, lower prices for our solutions, reduced subscription
renewals and lower revenue. In addition, any negative economic effects or instability resulting from changes in the political environment and
international relations in the United States or other key markets as well as resulting regulatory or tax policy changes may adversely affect our
business and financial results.

As the market for software intelligence solutions is new and continues to develop, trends in spending remain unpredictable and
subject to reductions due to the changing technology environment and customer needs as well as uncertainties about the future.
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If we cannot successfully execute on our strategy and continue to develop and effectively market solutions that anticipate and
respond to the needs of our customers, our business, operating results and financial condition may suffer.

The market for software intelligence solutions is at an early stage of development and is characterized by constant change and
innovation, and we expect it to continue to rapidly evolve. Moreover, many of our customers operate in industries characterized by changing
technologies and business models, which require them to develop and manage increasingly complex software application and IT
infrastructure environments. Our future success, if any, will be based on our ability to consistently provide our customers with a unified, real-
time view into the performance of their software applications and IT infrastructure, provide notification and prioritization of degradations and
failures, perform root cause analysis of performance issues, and analyze the quality of their end users’ experiences and the resulting impact
on their businesses and brands. If we do not respond to the rapidly changing needs of our customers by developing and making available
new solutions and solution enhancements that can address evolving customer needs on a timely basis, our competitive position and
business prospects will be harmed.

In addition, the process of developing new technology is complex and uncertain, and if we fail to accurately predict customers’
changing needs and emerging technological trends, our business could be harmed. We believe that we must continue to dedicate significant
resources to our research and development efforts, including significant resources to developing new solutions and solution enhancements
before knowing whether the market will accept them. Our new solutions and solution enhancements could fail to attain sufficient market
acceptance for many reasons, including:

+ delays in releasing new solutions or enhancements to the market;

- delays or failures to provide updates to customers to maintain compatibility between Dynatrace ® and the various applications and
platforms being used in the customers’ application and enterprise cloud environment;

« the failure to accurately predict market or customer demands;

+ defects, errors or failures in the design or performance of our new solutions or solution enhancements;
+ negative publicity about the performance or effectiveness of our solutions;

« the introduction or anticipated introduction of competing products by our competitors; and

« the perceived value of our solutions or enhancements relative to their cost.

To the extent we are not able to continue to execute on our business model to timely and effectively develop and market applications
to address these challenges and attain market acceptance, our business, operating results and financial condition will be adversely affected.

Further, we may make changes to our solutions that our customers do not value or find useful. We may also discontinue certain
features, begin to charge for certain features that are currently free or increase fees for any of our features or usage of our solutions. If our
new solutions or enhancements do not achieve adequate acceptance in the market, our competitive position will be impaired, our revenue
may decline or grow more slowly than expected and the negative impact on our operating results may be particularly acute, and we may not
receive a return on our investment in the upfront research and development, sales and marketing and other expenses we incur in connection
with new solutions or solution enhancements.

If our platform and solutions do not effectively interoperate with our customers’ existing or future IT infrastructures, installations
of our solutions could be delayed or cancelled, which would harm our business.

Our success depends on the interoperability of our platform and solutions with third-party operating systems, applications, data and
devices that we have not developed and do not control. Any
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changes in such operating systems, applications, data or devices that degrade the functionality of our platform or solutions or give
preferential treatment to competitive software could adversely affect the adoption and usage of our platform. We may not be successful in
adapting our platform or solutions to operate effectively with these applications, data or devices. If it is difficult for our customers to access
and use our platform or solutions, or if our platform or solutions cannot connect a broadening range of applications, data and devices, then
our customer growth and retention may be harmed, and our business and operating results could be adversely affected.

Enterprise cloud deployments utilize multiple third-party platforms and technologies, and these technologies are updated to new
versions at a rapid pace. As a result, we deliver frequent updates to our solutions designed to maintain compatibility and support for our
customers’ changing technology environments and ensure our solutions’ ability to continue to monitor the customer’s applications. If our
solutions fail to work with any one or more of these technologies or applications, or if our customers fails to install the most recent updates
and versions of our solutions that we offer, our solutions will be unable to continuously monitor our customer’s critical business applications.

Ensuring that our solutions are up-to-date and compatible with the technology and enterprise cloud platforms utilized by our
customers is critical to our success. We have formed alliances with many technology and cloud platform providers to provide updates to our
solutions to maintain compatibility. We work with technology and cloud platform providers to understand and align updates to their product
roadmaps and engage in early access and other programs to ensure compatibility of our solutions with the technology vendor’s generally
available release. If our relations with our technology partners ceases we may be unable to deliver these updates, or if our customers fail to
install the most recent updates and versions of our solutions that we offer, then our customers’ ability to benefit from our solution may
decrease significantly and, in some instances, may require the customer to de-install our solution due to the incompatibility of our solution
with the customer’s applications.

Our future revenues and operating results will be harmed if we are unable to acquire new customers, if our customers do not
renew their contracts with us, or if we are unable to expand sales to our existing customers or develop new solutions that achieve
market acceptance.

To continue to grow our business, it is important that we continue to attract new customers to purchase and use our solutions. Our
success in attracting new customers depends on numerous factors, including our ability to:

« offer a compelling software intelligence platform and solutions;
+ execute our sales and marketing strategy;
« attract, effectively train and retain new sales, marketing, professional services and support personnel in the markets we pursue;

+ develop or expand relationships with technology partners, systems integrators, resellers, online enterprise marketplaces and other
partners;

+ expand into new geographies and markets;
« deploy our platform and solutions for new customers and;

+ provide quality customer support.

Our customers have no obligation to renew their maintenance, SaaS and/or term-license agreements, and our customers may decide
not to renew these agreements with a similar contract period, at the same prices and terms or with the same or a greater number of licenses.
Although our
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customer retention rate has historically been strong, some of our customers have elected not to renew their agreements with us, and it is
difficult to accurately predict long-term customer retention, churn and expansion rates. Our customer retention and expansion rates may
decline or fluctuate as a result of a number of factors, including our customers’ satisfaction with our solutions as they convert from our classic
products to our Dynatrace® platform, our customer support and professional services, our prices and pricing plans, the competitiveness of
other software products and services, reductions in our customers’ spending levels, user adoption of our solutions, deployment success,
utilization rates by our customers, new product releases and changes to our product offerings. If our customers do not renew their
maintenance, SaaS and/or term-license agreements, or renew on less favorable terms, our business, financial condition and operating
results may be adversely affected.

Our ability to increase revenue also depends in part on our ability to increase deployment of our solutions by existing customers. Our
ability to increase sales to existing customers depends on several factors, including their experience with implementing and using our
platform and the existing solutions they have implemented, their ability to integrate our solutions with existing technologies, and our pricing
model. A failure to increase sales to existing customers could adversely affect our business, operating results and financial condition.

Failure to effectively expand our sales and marketing capabilities could harm our ability to increase our customer base and
achieve broader market acceptance of our applications.

Our ability to increase our customer base and achieve broader market acceptance of our solutions will depend to a significant extent
on the ability of our sales and marketing organizations to work together to drive our sales pipeline and cultivate customer and partner
relationships to drive revenue growth. We have invested in and plan to continue expanding our sales and marketing organizations, both
domestically and internationally. We also plan to dedicate significant resources to sales and marketing programs, including lead generation
activities and brand awareness campaigns, such as our industry events, webinars and user events. If we are unable to hire, develop and
retain talented sales personnel or marketing personnel or if our new sales personnel or marketing personnel are unable to achieve desired
productivity levels in a reasonable period of time, our ability to increase our customer base and achieve broader market acceptance of our
applications could be harmed.

We may experience a loss of customers and annualized recurring revenue if customers do not convert from our classic products
to our Dynatrace® platform.

A significant portion of our annualized recurring revenue, or ARR, has been generated from our classic products. As of March 31,
2018 and December 31, 2018, ARR from our classic products comprised 70% and 39% of our total ARR, respectively. We have stopped
offering the classic products to new customers and any increase in ARR for our Dynatrace® platform may not offset a reduction in ARR from
our classic products. Furthermore, our competitors could introduce new products that are more competitive than our classic products which
could result in a loss of customers who do not convert to Dynatrace®. An inability to retain customers on the classic products or convert them
to Dynatrace® may harm our business, operating results and financial condition in the future.

We face significant competition, which may adversely affect our ability to add new customers, retain existing customers and grow
our business.

The markets in which we compete are highly competitive, fragmented, evolving, complex and defined by rapidly changing technology
and customer demands, and we expect competition to continue to increase in the future. A number of companies have developed or are
developing products and services that currently, or in the future may, compete with some or all of our solutions. This competition could result
in increased pricing pressure, reduced profit margins, increased sales and marketing
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expenses and our failure to increase, or loss of, market share, any of which could adversely affect our business, operating results and
financial condition.

We compete either directly or indirectly with application performance monitoring vendors such as Cisco AppDynamics, Broadcom,
and New Relic, infrastructure monitoring vendors such as Datadog and Nagios, Digital Experience Management vendors such as Akamai
and Catchpoint, point solutions from cloud providers such as Amazon Web Services, or AWS, Azure and Google Cloud Platform, and other
business intelligence and monitoring and analytics providers that provide some portion of the services that we provide. Our competitors may
have longer-term and more extensive relationships with our existing and potential customers that provide them with an advantage in
competing for business with those customers. Further, to the extent that one of our competitors establishes or strengthens a cooperative
relationship with, or acquires one or more software application performance monitoring, data analytics, compliance or network visibility
vendors, it could adversely affect our ability to compete.

We may also face competition from companies entering our market, which has a relatively low barrier to entry in some segments,
including large technology companies that could expand their platforms or acquire one of our competitors. Many existing and potential
competitors enjoy substantial competitive advantages, such as:

« larger sales and marketing budgets and resources;

+ access to larger customer bases which often provide incumbency advantages;
+ broader global distribution and presence;

« the ability to bundle competitive offerings with other products and services;

« greater brand recognition and longer operating histories;

+ lower labor and development costs;

 greater resources to make acquisitions;

« larger and more mature intellectual property portfolios; and

« substantially greater financial, technical, management and other resources.

Additionally, in certain circumstances, and particularly among large enterprise technology companies that have complex and large
software application and IT infrastructure environments, customers may elect to build in-house solutions to address their software
intelligence needs. Any such in-house solutions could leverage open source software, and therefore be made generally available at little or
no cost.

These competitive pressures in our markets or our failure to compete effectively may result in fewer customers, price reductions,
fewer orders, reduced revenue and gross profit, and loss of market share. Any failure to meet and address these factors could materially and
adversely affect our business, operating results and financial condition.

If the prices we charge for our solutions and services are unacceptable to our customers, our operating results will be harmed.

As the market for our solutions matures, or as new or existing competitors introduce new products or services that compete with ours,
we may experience pricing pressure and be unable to renew our agreements with existing customers or attract new customers at prices that
are consistent with our current pricing model and operating budget. If this were to occur, it is possible that we would have to change our
pricing model or reduce our prices, which could harm our revenue, gross margin
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and operating results. Pricing decisions may also impact the mix of adoption among our licensing and subscription models, and negatively
impact our overall revenue. Moreover, large enterprises, which we expect will account for a large portion of our business in the future, may
demand substantial price concessions. If we are, for any reason, required to reduce our prices, our revenue, gross margin, profitability,
financial position and cash flow may be adversely affected.

We expect our billings and revenue mix to vary over time, which could harm our gross margin and operating results.

We expect our billings and revenue mix to vary over time due to a number of factors, including the mix of perpetual licenses, SaaS
subscriptions, term licenses, the mix of solutions sold and the contract length of our customer agreements. Due to the differing revenue
recognition policies applicable to our term licenses, SaaS subscription, perpetual licenses and professional services, shifts in the mix
between subscription, term and perpetual licenses from quarter to quarter could produce substantial variation in revenues recognized even
if our billings remain consistent. Further, our gross margins and operating results could be harmed by changes in billings and revenue mix
and costs, together with numerous other factors, including: entry into new lower margin markets or growth in lower margin markets; entry
into markets with different pricing and cost structures; pricing discounts; and increased price competition. Any one of these factors or the
cumulative effects of certain of these factors may result in significant fluctuations in our revenues, billings, gross margin and operating
results. This variability and unpredictability could result in our failure to meet internal expectations or those of securities analysts or investors
for a particular period. If we fail to meet or exceed such expectations for these or any other reasons, the market price of our common stock
could decline.

Because we recognize revenue from our Saa$S subscriptions and term licenses over the subscription or license term, downturns
or upturns in new sales and renewals may not be immediately reflected in our operating results and may be difficult to discern.

For customers who purchase a SaaS subscription or term license, we generally recognize revenue from customers ratably over the
terms of their subscriptions. A portion of the revenue we report in each quarter is derived from the recognition of revenue relating to
subscriptions and term licenses entered into during previous quarters. Consequently, a decline in new or renewed subscriptions or term
licenses in any single quarter may have a small impact on our revenue for that quarter. However, such a decline will negatively affect our
revenue in future quarters. Accordingly, the effect of significant downturns in sales and market acceptance of our solutions, and potential
changes in our rate of renewals, may not be fully reflected in our results of operations until future periods. In addition, a significant majority of
our costs are expensed as incurred, while revenue is recognized over the life of the agreement with our customer. As a result, increased
growth in the number of our customers could continue to result in our recognition of more costs than revenue in the earlier periods of the
terms of our agreements.

Our revenue recognition policy and other factors may distort our financial results in any given period and make them difficult to
predict.

Under accounting standards update No. 2014-09 (Topic 606), Revenue from Contracts with Customers, or ASC 606, we recognize
revenue when our customer obtains control of goods or services in an amount that reflects the consideration that we expect to receive in
exchange for those goods or services. Our subscription revenue consists of (i) SaaS agreements, (ii) term-based licenses for the
Dynatrace® platform which are recognized ratably over the contract term, (iii) Dynatrace ® perpetual license revenue that is recognized
ratably or over the term of the expected optional maintenance renewals, which is generally three years, and (iv) maintenance and support
agreements. Because subscription term-based license revenue is recognized upfront, a single, large license in a
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given period may distort our operating results for that period. A significant increase or decline in our subscription contracts in any one quarter
may not be fully reflected in the results for that quarter, but will affect our revenue in future quarters. Our license revenue consists of Classic
perpetual license fees and Classic term license fees, which are generally recognized on delivery. Because license revenue is recognized
upfront, a single, large license in a given period may distort our operating results for that period. These factors make it challenging to
forecast our revenue for future periods, as both the mix of solutions and services we will sell in a given period, as well as the size of
contracts, is difficult to predict.

Furthermore, the presentation of our financial results requires us to make estimates and assumptions that may affect revenue
recognition. In some instances, we could reasonably use different estimates and assumptions, and changes in estimates are likely to occur
from period to period. See “Management’s Discussion and Analysis of Financial Condition and Results of Operations—Critical Accounting
Policies—Revenue Recognition.”

Given the foregoing factors, our actual results could differ significantly from our estimates, comparing our revenue and operating
results on a period-to-period basis may not be meaningful, and our past results may not be indicative of our future performance.

Changes in existing financial accounting standards or practices, or taxation rules or practices, may harm our operating results.

Changes in existing accounting or taxation rules or practices, new accounting pronouncements or taxation rules, or varying
interpretations of current accounting pronouncements or taxation practice could harm our operating results or result in changes to the
manner in which we conduct our business. Further, such changes could potentially affect our reporting of transactions completed and
reported before such changes are effective.

U.S. Generally Accepted Accounting Principles, or GAAP, are subject to interpretation by the Financial Accounting Standards Board,
or FASB, the Securities and Exchange Commission and various bodies formed to promulgate and interpret appropriate accounting
principles. A change in these principles or a change in these interpretations could have a significant effect on our reported financial results
and could affect the reporting of transactions completed before the announcement of a change.

If we are unable to maintain successful relationships with our partners, or if our partners fail to perform, our ability to market, sell
and distribute our applications and services will be limited, and our business, operating results and financial condition could be
harmed.

In addition to our sales force, we rely on partners, including our strategic partners to increase our sales and distribution of our
software and services. We also have independent software vendor partners whose integrations may increase the breadth of the ecosystem
in which our solutions can operate, and the size of the market that our solutions can address. We are dependent on these partner
relationships to contribute to our sales growth. We expect that our future growth will be increasingly dependent on the success of our partner
relationships, and if those partnerships do not provide such benefits, our ability to grow our business will be harmed. If we are unable to
scale our partner relationships effectively, or if our partners are unable to serve our customers effectively, we may need to expand our
services organization, which could adversely affect our results of operations.

Our agreements with our partners are generally non-exclusive, meaning our partners may offer products from several different
companies to their customers or have their products or technologies also interoperate with products and technologies of other companies,
including products that compete
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with our offerings. Moreover, some of our partners also compete with us. If our partners do not effectively market and sell our offerings,
choose to use greater efforts to market and sell their own products or those of our competitors or fail to meet the needs of our customers, our
ability to grow our business and sell our offerings will be harmed. Furthermore, our partners may cease marketing our offerings with limited or
no notice and with little or no penalty, and new partners could require extensive training and may take several months or more to achieve
productivity. The loss of a substantial number of our partners, our possible inability to replace them or the failure to recruit additional partners
could harm our results of operations. Our partner structure could also subject us to lawsuits or reputational harm if, for example, a partner
misrepresents the functionality of our offerings to customers or violates applicable laws or our corporate policies.

Interruptions with the delivery of our SaaS solutions, or third-party cloud-based systems that we use in our operations, may
adversely affect our business, operating results and financial condition.

Our continued growth depends on the ability of our customers to access our platform and solutions, particularly our cloud-based
solutions, at any time and within an acceptable amount of time. In addition, our ability to access certain third-party SaaS solutions is
important to our operations and the delivery of our customer support and professional services, as well as our sales operations.

We have experienced, and may in the future experience, service disruptions, outages and other performance problems both in the
delivery of our SaaS solutions, and in third-party SaaS solutions we use due, to a variety of factors, including infrastructure changes,
malicious actors, human or software errors or capacity constraints. We utilize a multi-tenant structure, meaning that, generally, our
customers are hosted on a shared platform. As such, any interruption in service would affect a significant number of our customers. In some
instances, we or our third-party service providers may not be able to identify the cause or causes of these performance problems within an
acceptable period of time. It may become increasingly difficult to maintain and improve the performance of our SaaS solutions as they
become more complex. If our SaaS solutions are unavailable or if our customers are unable to access features of our SaaS solutions within
a reasonable amount of time or at all, our business would be negatively affected. In addition, if any of the third-party SaaS solutions that we
use were to experience a significant or prolonged outage or security breach, our business could be adversely affected.

We currently host our Dynatrace ® solutions primarily using AWS, as well as other providers of cloud infrastructure services including
Microsoft Azure, Interoute and Alibaba. Our Dynatrace® solutions reside on hardware operated by these providers. Our operations depend
on protecting the virtual cloud infrastructure hosted in AWS by maintaining its configuration, architecture, features and interconnection
specifications, as well as the information stored in these virtual data centers and which third-party internet service providers transmit.
Although we have disaster recovery plans, including the use of multiple AWS locations, any incident affecting AWS’ infrastructure that may
be caused by fire, flood, severe storm, earthquake or other natural disasters, cyber-attacks, terrorist or other attacks, and other similar
events beyond our control could negatively affect our platform and our ability to deliver our solutions to our customers. A prolonged AWS
service disruption affecting our SaaS platform for any of the foregoing reasons would negatively impact our ability to serve our customers
and could damage our reputation with current and potential customers, expose us to liability, cause us to lose customers or otherwise harm
our business. We may also incur significant costs for using alternative equipment or taking other actions in preparation for, or in reaction to,
events that damage the AWS services we use.

AWS has the right to terminate our agreement upon material breach on 30 days’ prior written notice. In the event that our AWS
service agreements are terminated, or there is a lapse of service, we would experience interruptions in access to our platform as well as
significant delays and additional
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expense in arranging new facilities and services and/or re-architecting our solutions for deployment on a different cloud infrastructure, which
would adversely affect our business, operating results and financial condition.

Real or perceived errors, failures, defects or vulnerabilities in our solutions could adversely affect our financial results and growth
prospects.

Our solutions and underlying platform are complex, and in the past, we or our customers have discovered software errors, failures,
defects and vulnerabilities in our solutions after they have been released, including after new versions or updates are released. Our solutions
and our platform are often deployed and used in large-scale computing environments with different operating systems, system management
software and equipment and networking configurations, which have in the past, and may in the future, cause errors in, or failures of, our
solutions or other aspects of the computing environment into which they are deployed. In addition, deployment of our solutions into
complicated, large-scale computing environments have in the past exposed, and may, in the future, expose undetected errors, failures,
defects or vulnerabilities in our solutions. Despite testing by us, errors, failures, defects or vulnerabilities may not be found in our solutions
until they are released to our customers or thereafter. Real or perceived errors, failures, defects or vulnerabilities in our solutions could result
in, among other things, negative publicity and damage to our reputation, lower renewal rates, loss of or delay in market acceptance of our
solutions, loss of competitive position or claims by customers for losses sustained by them or expose us to breach of contract claims,
regulatory fines and related liabilities. In such an event, we may be required, or may choose, for customer relations or other reasons, to
expend additional resources in order to help correct the problem.

Security breaches, computer malware, computer hacking attacks and other security incidents could harm our business,
reputation, brand and operating results.

Security incidents have become more prevalent across industries and may occur on our systems, or on the systems of third parties
we use to host our solutions or SaaS solutions that we use in the operation of our business. These security incidents may be caused by or
result in but are not limited to security breaches, computer malware or malicious software, ransomware, computer hacking, denial of service
attacks, security system control failures in our own systems or from vendors we use, email phishing, software vulnerabilities, social
engineering, sabotage and drive-by downloads. In particular, because we utilize a multi-tenant platform, any security breach would affect a
significant amount of our customers. Such security incidents, whether intentional or otherwise, may result from actions of hackers, criminals,
nation states, vendors, employees, customers or other threat actors. We have experienced two email phishing attacks that resulted in the
compromise of a limited number of email accounts. Although we have taken a number of measures to prevent future phishing attacks, we
cannot be certain that our efforts will be effective.

We may in the future experience disruptions, outages and other performance problems on our internal systems due to service
attacks, unauthorized access or other security related incidents. Any security breach or loss of system control caused by hacking, which
involves efforts to gain unauthorized access to information or systems, or to cause intentional malfunctions or loss, maodification or corruption
of data, software, hardware or other computer equipment and the inadvertent transmission of computer malware could harm our business,
operating results and financial condition, and expose us to claims arising from loss or unauthorized disclosure of confidential or personal
information and the related breach of privacy or data security laws. If an actual or perceived security incident occurs, the market perception of
the effectiveness of our security controls could be harmed, our brand and reputation could be damaged, we could lose customers, and we
could suffer financial exposure due to such events or in connection with remediation efforts, investigation costs, regulatory fines, private
lawsuits and changed security control, system architecture and system protection measures.
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We may in the future experience disruptions, outages and other performance problems on the systems that we host for our
customers due to service attacks, unauthorized access or other security related incidents. Any security breach or loss of system control
caused by hacking, which involves efforts to gain unauthorized access to information or systems, or to cause intentional malfunctions or
loss, modification or corruption of data, software, hardware or other computer equipment and the inadvertent transmission of computer
malware could disrupt the services that we provide to our customers, harm our customers’ business, operating results and financial
condition, and expose us to claims from our customers for the damages that result, which could include, without limitation, claims arising
from loss or unauthorized access, acquisition or disclosure of personal information and the related breach of privacy or data security laws. If
an actual or perceived security incident occurs, the market perception of the effectiveness of our security controls could be harmed, our
brand and reputation could be damaged, we could lose customers, and we could suffer financial exposure due to such events orin
connection with remediation efforts, investigation costs, regulatory fines, private lawsuits and changed security control, system architecture
and system protection measures.

We believe that our brand is integral to our future success and if we fail to cost-effectively promote or protect our brand, our
business and competitive position may be harmed.

We believe that maintaining and enhancing our brand and increasing market awareness of our company and our solutions are critical
to achieving broad market acceptance of our existing and future solutions and are important elements in attracting and retaining customers,
partners and employees, particularly as we continue to expand internationally. In addition, independent industry analysts, such as Gartner
and Forrester, often provide reviews of our solutions, as well as those of our competitors, and perception of our solutions in the marketplace
may be significantly influenced by these reviews. We have no control over what these or other industry analysts report, and because industry
analysts may influence current and potential customers, our brand could be harmed if they do not provide a positive review of our solutions
or view us as a market leader.

The successful promotion of our brand and the market’'s awareness of our solutions and platform will depend largely upon our ability
to continue to offer enterprise-grade software intelligence solutions, our ability to be thought leaders in application intelligence, our marketing
efforts and our ability to successfully differentiate our solutions from those of our competitors. We have invested, and expect to continue to
invest, substantial resources to promote and maintain our brand and generate sales leads, both domestically and internationally, but there is
no guarantee that our brand development strategies will enhance the recognition of our brand or lead to increased sales. If our efforts to
promote and maintain our brand are not cost-effective or successful, our operating results and our ability to attract and retain customers,
partners and employees may be adversely affected. In addition, even if our brand recognition and customer loyalty increases, this may not
result in increased sales of our solutions or higher revenue.

Our sales cycles can be long, unpredictable and vary seasonally, which can cause significant variation in the number and size of
transactions that close in a particular quarter.

Our results of operations may fluctuate, in part, because of the resource-intensive nature of our sales efforts, the length and variability
of the sales cycle for our platform and the difficulty in making short-term adjustments to our operating expenses. Many of our customers are
large enterprises, whose purchasing decisions, budget cycles and constraints and evaluation processes are unpredictable and out of our
control. Further, the timing of our sales is difficult to predict. The length of our sales cycle, from initial evaluation to payment for our
subscriptions can range from several months to over a year and can vary substantially from customer to customer. Our sales efforts involve
significant investment in resources in field sales, partner development, marketing and educating our customers about the use, technical
capabilities and benefits of our platform and services. Customers
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often undertake a prolonged evaluation process, which frequently involves not only our platform but also those of other companies or the
consideration of internally developed alternatives including those using open-source software. Some of our customers initially deploy our
platform on a limited basis, with no guarantee that these customers will deploy our platform widely enough across their organization to justify
our substantial pre-sales investment. As a result, it is difficult to predict exactly when, or even if, we will make a sale to a potential customer
or if we can increase sales to our existing customers. Large individual sales have, in some cases, occurred in quarters subsequent to those
we anticipated, or have not occurred at all. If our sales cycle lengthens or our substantial upfront investments do not result in sufficient
revenue to justify our investments, our operating results could be adversely affected.

We have experienced seasonal and end-of-quarter concentration of our transactions and variations in the number and size of
transactions that close in a particular quarter, which impacts our ability to grow revenue over the long term and plan and manage cash flows
and other aspects of our business and cost structure. Our transactions vary by quarter, with the third fiscal quarter typically being our largest.
In addition, within each quarter, a significant portion of our transactions occur in the last two weeks of that quarter. If expectations for our
business turn out to be inaccurate, our revenue growth may be adversely affected over time and we may not be able to adjust our cost
structure on a timely basis and our cash flows may suffer.

Any failure to offer high-quality customer support and professional services may adversely affect our relationships with our
customers and our financial results.

We typically bundle customer support with arrangements for our solutions, and offer professional services for implementation and
training. In deploying and using our platform and solutions, our customers require the assistance of our services teams to resolve complex
technical and operational issues. Increased customer demand for support, without corresponding revenue, could increase costs and
adversely affect our operating results. We may also be unable to respond quickly enough to accommodate short-term increases in customer
demand for support. If we fail to meet our service level commitments, which relate to uptime, response times and escalation procedures, and
time to problem resolution, or if we suffer extended periods of unavailability for our solutions, we may be contractually obligated to provide
these customers with service credits or penalties, refunds for prepaid amounts related to unused subscription services, or we could face
contract terminations. Our sales are highly dependent on our reputation and on positive recommendations from our existing customers. Any
failure to maintain high-quality customer support, or a market perception that we do not maintain high-quality product support, could
adversely affect our reputation, and our ability to sell our solutions to existing and new customers.

Our ability to succeed depends on the experience and expertise of our senior management team. If we are unable to retain and
motivate our personnel, our business, operating results and prospects may be harmed.

Our ability to succeed depends in significant part on the experience and expertise of our senior management team. The members of
our senior management team are employed on an at-will basis, which means that they are not contractually obligated to remain employed
with us and could terminate their employment with us at any time. Accordingly, and in spite of our efforts to retain our senior management
team, any member of our senior management team could terminate his or her employment with us at any time and go to work for one of our
competitors, after the expiration of any applicable non-compete period. The loss of one or more members of our senior management team,
particularly if closely grouped, could adversely affect our ability to execute our business plan and thus, our business, operating results and
prospects. We do not maintain key man insurance on any of our officers, and we may not be able to find adequate replacements. If we fail to
identify, recruit and
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integrate strategic hires, our business, operating results and financial condition could be adversely affected.

We rely on highly skilled personnel and, if we are unable to attract, retain or motivate substantial numbers of qualified personnel
or expand and train our sales force, we may not be able to grow effectively.

Our success largely depends on the talents and efforts of key technical, sales and marketing employees and our future success
depends on our continuing ability to identify, hire, develop, motivate and retain highly skilled personnel for all areas of our organization.
Competition in our industry is intense and often leads to increased compensation and other personnel costs. In addition, competition for
employees with experience in our industry can be intense, particularly in Europe, where our research and development operations are
concentrated and where other technology companies compete for management and engineering talent. Our continued ability to compete and
grow effectively depends on our ability to attract substantial numbers of qualified new employees and to retain and motivate our existing
employees.

We believe that our corporate culture has contributed to our success, and if we cannot successfully maintain our culture as we
grow, we could lose the innovation, creativity and teamwork fostered by our culture.

We believe that a critical component to our success has been our corporate culture. We believe our culture has contributed
significantly to our ability to innovate and develop new technologies. We have spent substantial time and resources in building our team while
maintaining this corporate culture. We have experienced rapid growth in our employee headcount and international presence. The rapid
influx of large numbers of people from different business backgrounds in different geographic locations may make it difficult for us to
maintain our corporate culture of innovation. If our culture is negatively affected, our ability to support our growth and innovation may
diminish.

We are subject to a number of risks associated with global sales and operations.

Revenue from customers located outside of the United States represented 42% and 46% of our total revenue for the fiscal years
ended March 31, 2017 and 2018, respectively, and 45% and 46% of our total revenue for the nine months ended December 31, 2017 and
2018, respectively. As a result, our sales and operations are subject to a number of risks and additional costs, including the following:

+ increased expenses associated with international sales and operations, including establishing and maintaining office space and
equipment for our international operations;

« fluctuations in exchange rates between currencies in the markets where we do business;

« risks associated with trade restrictions and additional legal requirements, including the exportation of our technology or source
code that is required in some of the countries in which we operate;

+ greater risk of unexpected changes in regulatory rules, regulations and practices, tariffs and tax laws and treaties;

» compliance with United States and foreign import and export control and economic sanctions laws and regulations, including the
Export Administration Regulations administered by the U.S. Department of Commerce’s Bureau of Industry and Security and the
executive orders and laws implemented by the U.S. Department of Treasury’s Office of Foreign Asset Controls;

« compliance with anti-bribery laws, including the United States Foreign Corrupt Practices Act, and the U.K. Anti-Bribery Act;
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« compliance with privacy, data protection and data security laws of many countries, including the General Data Protection
Regulation, or GDPR, adopted by the European Union, or EU, and which became effective in May 2018;

» heightened risk of unfair or corrupt business practices in certain geographies, and of improper or fraudulent sales arrangements
that may impact financial results and result in restatements of, or irregularities in, financial statements;

« limited or uncertain protection of intellectual property rights in some countries and the risks and costs associated with monitoring
and enforcing intellectual property rights abroad;

« greater difficulty in enforcing contracts and managing collections in certain jurisdictions, as well as longer collection periods;
* management communication and integration problems resulting from cultural and geographic dispersion;
 social, economic and political instability, terrorist attacks and security concerns in general; and

+ potentially adverse tax consequences.

These and other factors could harm our ability to generate future global revenue and, consequently, materially impact our business,
results of operations and financial condition.

Economic conditions and regulatory changes leading up to and following the United Kingdom’s scheduled exit from the European
Union could have a material adverse effect on our business and results of operations.

The United Kingdom, or U.K., government has commenced the legal process of leaving the European Union, typically referred to as
“Brexit.” There remains significant uncertainty about when and how the U.K. will officially exit the European Union, if at all, and the possible
effects of Brexit including but not limited to, the imposition of trade barriers and increased costs throughout Europe, changes in European
manufacturing and employment markets, and currency fluctuations. While the full effects of Brexit will not be known for some time, Brexit
could cause disruptions to, and create uncertainty surrounding, our business and results of operations. The most immediate effect of the
expected Brexit has been significant volatility in global equity and debt markets and currency exchange rate fluctuations. Ongoing global
market volatility and a deterioration in economic conditions due to uncertainty surrounding Brexit, could significantly disrupt the markets in
which we operate and lead our customers to closely monitor their costs and delay capital spending decisions.

Additionally, the expected Brexit has resulted in the immediate strengthening of the U.S. dollar against foreign currencies in which we
conduct business. Although this strengthening has been somewhat ameliorated by the British Government’s stated desire to accomplish a
transitional exit, because we translate revenue denominated in foreign currency into U.S. dollars for our financial statements, during periods
of a strengthening U.S. Dollar, our reported revenue from foreign operations is reduced. As a result of Brexit and the continued negotiations
within the U.K,, there may be further periods of volatility in the currencies in which we conduct business.

The effects of Brexit will depend on any agreements the U.K. makes to retain access to EU markets, either during a transitional
period or more permanently. The measures could potentially disrupt the markets we serve and may cause us to lose customers and
employees. In addition, Brexit could lead to legal uncertainty and potentially divergent national laws and regulations as the U.K. determines
which EU laws to replace or replicate.

Any of these effects of Brexit could materially adversely affect our business, results of operations and financial condition.
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We may face exposure to foreign currency exchange rate fluctuations.

We have transacted in foreign currencies and expect to transact in foreign currencies in the future. In addition, our international
subsidiaries maintain assets and liabilities that are denominated in currencies other than the functional operating currencies of these entities.
Accordingly, changes in the value of foreign currencies relative to the U.S. dollar will affect our revenue and operating results due to
transactional and translational remeasurement that is reflected in our earnings. As a result of such foreign currency exchange rate
fluctuations, it could be more difficult to detect underlying trends in our business and results of operations. In addition, to the extent that
fluctuations in currency exchange rates cause our results of operations to differ from our expectations or the expectations of our investors,
the trading price of our common stock could be adversely affected. We do not currently maintain a program to hedge transactional
exposures in foreign currencies. However, in the future, we may use derivative instruments, such as foreign currency forward and option
contracts, to hedge certain exposures to fluctuations in foreign currency exchange rates. The use of such hedging activities may not offset
any or more than a portion of the adverse financial effects of unfavorable movements in foreign exchange rates over the limited time the
hedges are in place. Moreover, the use of hedging instruments may introduce additional risks if we are unable to structure effective hedges
with such instruments.

Assertions by third parties of infringement or other violations by us of their intellectual property rights, or other lawsuits brought
against us, could result in significant costs and substantially harm our business, operating results and financial condition.

Patent and other intellectual property disputes are common in the markets in which we compete. Some companies in the markets in
which we compete, including some of our competitors, own large numbers of patents, copyrights, trademarks and trade secrets, which they
may use to assert claims of infringement, misappropriation or other violations of intellectual property rights against us, our partners, our
technology partners or our customers. As the number of patents and competitors in our market increase, allegations of infringement,
misappropriation and other violations of intellectual property rights may also increase. Our broad solution portfolio and the competition in our
markets further exacerbate the risk of additional third-party intellectual property claims against us in the future. Any allegation of
infringement, misappropriation or other violation of intellectual property rights by a third party, even those without merit, could cause us to
incur substantial costs and resources defending against the claim, could distract our management from our business, and could cause
uncertainty among our customers or prospective customers, all of which could have an adverse effect on our business, operating results and
financial condition. We cannot assure you that we are not infringing or otherwise violating any third-party intellectual property rights.

Furthermore, companies that bring allegations against us may have the capability to dedicate substantially greater resources to
enforce their intellectual property rights and to defend against similar allegations that may be brought against them than we do. We have
received, and may in the future receive, notices alleging that we have misappropriated, misused or infringed other parties’ intellectual
property rights, including allegations made by our competitors, and, to the extent we gain greater market visibility, we face a higher risk of
being the subject of intellectual property infringement assertions. There also is a market for acquiring third-party intellectual property rights
and a competitor, or other entity, could acquire third-party intellectual property rights and pursue similar assertions based on the acquired
intellectual property. They may also make such assertions against our customers or partners.

An adverse outcome of a dispute may require us to take several adverse steps such as: pay substantial damages, including
potentially treble damages, if we are found to have willfully infringed a third party’s patents or copyrights; cease making, using, selling,
licensing, importing or otherwise
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commercializing solutions that are alleged to infringe or misappropriate the intellectual property of others; expend additional development
resources to attempt to redesign our solutions or otherwise to develop non-infringing technology, which may not be successful; enter into
potentially unfavorable royalty or license agreements in order to obtain the right to use necessary technologies or intellectual property rights
or have royalty obligations imposed by a court; or indemnify our customers, partners and other third parties. Any damages or royalty
obligations we may become subject to, any prohibition against our commercializing our solutions as a result of an adverse outcome could
harm our business and operating results.

Additionally, our agreements with customers and partners include indemnification provisions, under which we agree to indemnify
them for losses suffered or incurred as a result of allegations of intellectual property infringement and, in some cases, for damages caused
by us to property or persons or other third-party allegations. Furthermore, we have agreed in certain instances to defend our partners against
third-party claims asserting infringement of certain intellectual property rights, which may include patents, copyrights, trademarks or trade
secrets, and to pay judgments entered on such assertions. Large indemnity payments could harm our business, operating results and
financial condition.

Failure to protect and enforce our proprietary technology and intellectual property rights could substantially harm our business,
operating results and financial condition.

The success of our business depends on our ability to protect and enforce our proprietary rights, including our patents, trademarks,
copyrights, trade secrets and other intellectual property rights, throughout the world. We attempt to protect our intellectual property under
patent, trademark, copyright and trade secret laws, and through a combination of confidentiality procedures, contractual provisions and other
methods, all of which offer only limited protection. However, the steps we take to protect our intellectual property may be inadequate. We will
not be able to protect our intellectual property if we are unable to enforce our rights or if we do not detect unauthorized use of our intellectual
property. Despite our precautions, it may be possible for unauthorized third parties to copy our technology and use information that we
regard as proprietary to create products and services that compete with ours. In the past, we have been made aware of public postings of
portions of our source code. It is possible that released source code could reveal some of our trade secrets, and impact our competitive
advantage. Some license provisions protecting against unauthorized use, copying, transfer, reverse engineering, and disclosure of our
technology may be unenforceable under the laws of certain jurisdictions and foreign countries. Further, the laws of some countries do not
protect proprietary rights to the same extent as the laws of the United States. In expanding our international activities, our exposure to
unauthorized copying and use of our technology and proprietary information may increase.

As of December 31, 2018, we had 61 issued patents, of which 59 are in the United States, and 21 pending applications, of which 17
are in the United States. Our issued patents expire at various dates through March 2037. The process of obtaining patent protection is
expensive and time-consuming, and we may not be able to prosecute all necessary or desirable patent applications at a reasonable cost or
in a timely manner. We may choose not to seek patent protection for certain innovations and may choose not to pursue patent protection in
certain jurisdictions. Furthermore, it is possible that our patent applications may not result in issued patents, that the scope of the claims in
our issued patents will be insufficient or not have the coverage originally sought, that our issued patents will not provide us with any
competitive advantages, and that our issued patents and other intellectual property rights may be challenged by others or invalidated through
administrative process or litigation. In addition, issuance of a patent does not guarantee that we have an absolute right to practice our
patented technology, or that we have the right to exclude others from practicing our patented technology. As a result, we may not be able to
obtain adequate patent protection or to enforce our issued patents effectively.
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In addition to patented technology, we rely on our unpatented proprietary technology and trade secrets. Despite our efforts to protect
our proprietary technology and trade secrets, unauthorized parties may attempt to misappropriate, reverse engineer or otherwise obtain and
use them. The contractual provisions that we enter into with employees, consultants, partners, vendors and customers may not prevent
unauthorized use or disclosure of our proprietary technology or trade secrets and may not provide an adequate remedy in the event of
unauthorized use or disclosure of our proprietary technology or trade secrets.

Moreover, policing unauthorized use of our technologies, solutions and intellectual property is difficult, expensive and time-
consuming, particularly in foreign countries where the laws may not be as protective of intellectual property rights as those in the United
States and where mechanisms for enforcement of intellectual property rights may be weak. We may be unable to determine the extent of
any unauthorized use or infringement of our solutions, technologies or intellectual property rights.

From time to time, legal action by us may be necessary to enforce our patents and other intellectual property rights, to protect our
trade secrets, to determine the validity and scope of the intellectual property rights of others or to defend against allegations of infringement
or invalidity. Such litigation could result in substantial costs and diversion of resources and could negatively affect our business, operating
results, financial condition and cash flows. If we are unable to protect our intellectual property rights, our business, operating results and
financial condition will be harmed.

Our use of open source technology could impose limitations on our ability to commercialize our solutions and platform and
application intelligence software platform.

We use open source software in our solutions and platform and expect to continue to use open source software in the future.
Although we monitor our use of open source software to avoid subjecting our solutions and platform to conditions we do not intend, we may
face allegations from others alleging ownership of, or seeking to enforce the terms of, an open source license, including by demanding
release of the open source software, derivative works, or our proprietary source code that was developed using such software. These
allegations could also result in litigation. The terms of many open source licenses have not been interpreted by U.S. courts. As a result,
there is a risk that these licenses could be construed in a way that could impose unanticipated conditions or restrictions on our ability to
commercialize our solutions. In such an event, we could be required to seek licenses from third parties to continue offering our solutions, to
make our proprietary code generally available in source code form, to re-engineer our solutions or to discontinue the sale of our solutions if
re-engineering could not be accomplished on a timely basis, any of which could adversely affect our business, operating results and
financial condition.

Our participation in open source initiatives may limit our ability to enforce our intellectual property rights in certain
circumstances.

As part of our strategy to broaden our target markets and accelerate adoption of our products, we contribute software program code
to certain open source projects, managed by organizations such as Microsoft, Google and Cloud Native Computing Foundation. We also
undertake our own open source initiatives to promote “open innovation” and “enterprise openness,” meaning that we make technologies
available under open source licenses with the goal of exchanging insights and experience with other experts in the community, broadening
the adoption of our platform by our customers, and providing our partners with the ability to leverage their own technologies through the
Dynatrace® platform. In some cases, we accept contributions of code from the community, our customers and partners.

When we contribute to a third-party managed open source project, the copyrights, patent rights and other proprietary rights in and to
the technologies, including software program code, owned by us
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that we contribute to these projects are licensed to the project managers and to all other contributing parties without restriction on further use
or distribution. If and to the extent that any of the technologies that we contribute, either alone or in combination with the technologies that
may be contributed by others, practice any inventions that are claimed under our patents or patent applications, then we may be unable to
enforce those claims or prevent others from practicing those inventions, regardless of whether such other persons also contributed to the
open source project (even if we were to conclude that their use infringes our patents with competing offerings), unless any such third party
asserts its patent rights against us. This limitation on our ability to assert our patent rights against others could harm our business and ability
to compete. In addition, if we were to attempt to enforce our patent rights, we could suffer reputational injury among our customers and the
open source community.

Our sales to government entities are subject to a number of challenges and risks.

We sell our solutions to U.S. federal and state and foreign governmental agency customers, often through our resellers, and we may
increase sales to government entities in the future. Sales to government entities are subject to a number of challenges and risks. Selling to
government entities can be highly competitive, expensive and time consuming, often requiring significant upfront time and expense without
any assurance that these efforts will generate a sale. Contracts and subcontracts with government agency customers are subject to
procurement laws and regulations relating to the award, administration, and performance of those contracts. Government demand and
payment for our solutions are affected by public sector budgetary cycles and funding authorizations, with funding reductions or delays
adversely affecting public sector demand for our solutions. We may be subject to audit or investigations relating to our sales to government
entities, and any violations could result in various civil and criminal penalties and administrative sanctions, including termination of contracts,
refunds of fees received, forfeiture of profits, suspension of payments, fines, and suspension or debarment from future government business.
Government entities may have statutory, contractual or other legal rights to terminate contracts with our distributors and resellers for
convenience or due to a default. Any of these risks relating to our sales to governmental entities could adversely impact our future sales and
operating results.

We may acquire other businesses, products or technologies in the future which could require significant management attention,
disrupt our business, dilute shareholder value and adversely affect our results of operations.

As part of our business growth strategy and in order to remain competitive, we may acquire, or make investments in, complementary
companies, products or technologies. For example, in 2017 we acquired Qumram AG, a provider of session replay technology that captures
end users digital experiences across browsers, interfaces and devices. W